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1
Decision/action requested

ETSI GA is invited to:

1. 
Note the current situation concerning NGN standardisation and agree that ETSI should take specific initiatives.

2.  
Endorse the final report of the NGN Starter Group.

3.
Request the Board to oversee the implementation of the recommendations in this report and that a dedicated “NGN Implementation Group” be created for that purpose.

4. 
Agree to close the NGN-SG.
2
References

[1]
ETSI Strategic Guidelines Version 2001, ETSI GA36(00)19rev1

[2]
ETSI GA37 minutes, ETSI GA37(01)24rev1

3
Rationale

The NGN-SG was created following the decision D-GA37/11 and charged the group with reporting back to the November GA with a final report.

	D-GA37/11
	The GA approved the creation of an "open" Starter Group on NGN (Next Generation Networks); approved draft Terms of Reference; and appointed Mr. Alistair Urie as Chairman.  The NGN-SG will report to the Board with a final report to the November GA [GA37 Temp.Doc.12].


The group has met 3 times and has conducted most of its work by email using a dedicated distribution list with nearly 200 members. This document presents the conclusions of the group [which have already been ratified by the Board and OCG].

4
Consequences and implications

Specific recommendations on the initiatives that ETSI should take in the field of NGN standardisation are contained in this report.  While it is concluded that a new “NGN Partnership Project” covering all related tasks is not appropriate it is noted that some of the recommendations in this report may result in the creation of new targeted partnership projects and/or joint committees involving our key partner SDOs and fora.

5
Issues for discussion

It is proposed that discussion on the attached report be conducted in the following order:

1 Consideration of current status of NGN standardisation and decision on whether or not ETSI needs to take any initiatives 

2 Discussion and decision on the specific recommendation made in the draft

3 Discussion on way forward and assignment of Board to oversee implementation

4 Decision to close NGN-SG 

The following corresponding draft decisions for this GA are proposed:

	D-GA38/xx
	The GA agrees that ETSI should take a leading role in pushing for global consolidation of NGN standardisation but that a single global Partnership Project is not an appropriate target. 


	D-GA38/xx
	The GA endorses the recommendation of NGN-SG that ETSI should make a set of targeted NGN related standardisation initiatives covering the fields of architectures and protocols, end to end QoS, service platforms, network management, lawful interception and security.


	D-GA38/xx
	The GA requests that the Board oversee the implementation of the recommendations in the NGN-SG report and that a dedicated “NGN Implementation Group” be created for that purpose.


	D-GA38/xx
	The GA agrees that the NGN-SG has completed its task and hence can now be closed.
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Executive Summary

The Next Generation Networks Starter Group (NGN-SG) was created at the ETSI GA#37 with the task of proposing a standardisation strategy for ETSI to follow in the field of NGN.

As a first step the group adopted the following definition of NGN:

Recommendation #1: The ETSI GA is invited to note the following definition of NGN which will drive all the actions to be taken by ETSI on this area:

NGN is a concept for defining and deploying networks, which, due to their formal separation into different layers and planes and use of open interfaces, offers service providers and operators a platform which can evolve in a step-by-step manner to create, deploy and manage innovative services.
Work on standards for NGN is currently spread over a wide range of different technical committees both inside and outside ETSI. This situation is resulting in duplicate work, conflicting requirements and lack of clear definition of both the nature and scope of the issues that still require standardization.

This situation also appears to be recognised by many other SDOs and fora and there is now an opportunity for ETSI to take an active role in pushing for global consolidation of NGN standardization via both official actions to formally establish joint initiatives and through indirect actions by its members. In parallel ETSI can and should exercise its responsibility to get the best synergy within its own Technical Organization to push for consolidation of the NGN standardization.

However, since NGN is a huge subject involving many different players, technologies and standards bodies a single global forum can not easily handle the related standardisation work and so any moves towards global consolidation will need to be made on a case-by-case basis.

Recommendation #2: ETSI should take a leading role in pushing for global consolidation of NGN standardization but that a single global Partnership Project is not an appropriate target.

A direct consequence of recommendation #2 above is that the most useful strategy for ETSI to adopt in the field of NGN standardisation is to push for a number of related, but independent, initiatives. Some of these initiative may result in the creation of partnership projects while others are better treated via lighter weight structures such as joint technical committees, informal relationships or simple transfer of work into a single body. See annex B for further details on how this starter group has classified different possible co-operation mechanisms.

Recommendation #3: ETSI should become involved in a set of related, but independent, initiatives covering the field of NGN standards.

In particular, the following technical areas require specific action:

· Architecture and protocols

· End to end QoS

· Service platforms

· Network management for NGN

· Lawful interception

· Security

Standardisation strategies for each of these technical areas are proposed below.

Annex D to this report provides a more detailed analysis of these key areas and offers initial recommended specific actions to be taken -including proposed milestones - for each of them.

NGN work on architectures and protocols issues should be concentrated on:

· Consideration of the use of generic reference modelling techniques, based on TIPHON results, to help identify additional standards needed to support NGN compliant communication establishment service either within one operator domain or in between operator domains. 

· Definition of interworking functions to support legacy (non-NGN aware) terminals.  In particular, work is needed on the definition of trunk level profiles for megaco/H.248 and BICC.

· Determination of how end-to-end service, call control and user mobility can be supported across heterogeneous networks

· Definition of functionality of NGN-aware terminals in terms of software upgrade mechanisms, redundancy and evolution of cost-reduced terminals, version negotiation and management and target roll-out path for deployment 

Primary partners for any joint work with ETSI would include ETSI, 3GPP, ATMF, ITU-T (SG11, 13 and 16), T1S1, IETF (sip, megaco), MSF and ISC.

NGN work on end-to-end QoS should concentrate on:

· Completion of End-to-end QoS class definition for telephony

· Definition of a new end-to-end multimedia QoS class definition framework and a method of registering QoS classes of individual media components

· Specification of how to use lower layer QoS mechanism to achieve upper layer QoS within the network

· Inter-domain lower layer QoS control

· End user perception of QoS

Primary partners for joint work with ETSI are ATMF, IETF (midcom, mmusic), ITU-T (SG11, 12, 13, 16), T1A1, TTC along with various multimedia fora.

NGN work on service platforms should concentrate on:

· Definition of service control architectures covering both Open Service Architecture (OSA) APIs and proxy aspects

· Enhancement of mechanisms to support provision of services across multiple networks covering both service roaming and interconnectivity of services

· Development of mechanisms to support user presence and user control of service customisation and profiles

· Impact of user mobility on service platforms

Primary partners to work with ETSI include: 3GPP, PARLAY, JAIN, ITU-T (SG11, 16), IETF (megaco, sip).

NGN work on network management should concentrate on:

· Enhancement of the overall “core” Network management architecture and definition of basic network management services and interfaces to suit NGN requirements (fault, performance, customer administration, charging/accounting, traffic and routing  management)

· Inclusion and application of new architectural concepts and new technologies such as tML

Primary partners to work with ETSI include: ITU-T (SG4), T1M1, IETF (ops area), that is the “JointNM” group.

NGN work on lawful interception should concentrate on:

· Definition of new packet based transport “handover” interface between target network and law enforcement agency

· Enhancement of existing Intercept Related Information to include new data elements covering both signalling and multimedia streams

Primary partners to work with ETSI include: 3GPP, T1S1, TIA.

NGN work on security should concentrate on:

· Development of a compound security architecture for NGNs. In a further step, this NGN security group should devise NGN operational security guidelines.

· Development of NGN specific security protocols and APIs

Primary partners to work with ETSI include: 3GPP, ITU-T, IETF.

Recommendation #4: In order to position ETSI in the forefront of the NGN standardisation by having a powerful and focussed centre of expertise, the GA is invited to request the ETSI Board to undertake at the maximum urgency a review of the current TB structure and working procedures to ensure that ETSI is ready to meet the challenges of NGN.

1
Scope

The objective of this report is to present the recommendations of the ETSI Next Generation Networks Starter Group (NGN-SG) which was created at the Spring 2001 ETSI General Assembly meeting (GA#37). The group meet three times during the period May - September 2001.

The NGN-SG task is directly related to recommendation #9 of the ETSI Strategic Guidelines Version 2001 [1].

The standardization strategies outlined in this report are proposed for approval by the ETSI/GA and it is recommended that the ETSI Board be responsible for overseeing the execution of all specific actions.

2 References

[1]
ETSI Strategic Guidelines Version 2001, ETSI GA36(00)19rev1

[2]
ETSI GA37 minutes, ETSI GA37(01)24rev1

[3]
NGN-SG Terms of Reference, NGN-SG2(01)04

[4]
Resolution and Proposed High Interest Subjects [for NGN], GSC7 402V2

3
Introduction

"The future ain't what it used to be" (Yogi Berra)

The Next Generation Networks Starter Group (NGN-SG) was created at the ETSI GA#37 as a follow-up to the NGN Workshop, see D-GA37/11 in [2]. Detailed terms of reference for the group were subsequently approved by the ETSI Board [3]:

1.
The objective of the Next Generation Networks Starter Group (NGN-SG) is to determine the most appropriate strategy that ETSI should take to maintain its role as significant actor in the NGN standardisation environment within the context of the ETSI Strategic Guidelines.

2.
The following specific tasks are to be performed by the Next Generation Networks Starter Group:

a) Review current NGN related standardisation environment both inside and outside ETSI;

b) Identify NGN related technical areas requiring internationally agreed standards taking into account existing and new regulatory frameworks;
c) Propose an appropriate strategy and role for ETSI in the domain of NGN related standardisation;

d) Discuss with potential partners what role one or more "Partnership Project" could play within the NGN environment.

3.
The Next Generation Networks Starter Group shall be open to participation by all ETSI members. Observers, particularly from other SDOs and Fora, may be invited to participate at the discretion of the chairman.

4.
All Next Generation Networks Starter Group working documents are to be made available on a public access part of the ETSI web site.

5.
The GA shall approve the output of the Next Generation Networks Starter Group (due Nov. 2001). The Board shall monitor progress of the group and, subsequent to GA endorsement, shall put into practice any outcomes.

The group met 3 times (21-22 May, 27-28 June and 12-13 September) and has conducted most of its work by email exploder. The NGN_SG exploder list has just under 200 members, both from ETSI member organizations and elsewhere.  The work of NGN-SG was discussed during the GSC7 meeting in Sydney, 4-9 November 2001 and the group’s proposed list of standardisation areas has been adopted by this wider community of Standards bodies.  To encourage co-operation between standards bodies, the detailed proposals in this report have been aligned to the agreed GSC definition of the set of NGN related “High Interest Subject” (HIS) [4].

The group has structured its work according to the four specific tasks in item 2 of the terms of reference along with a task of defining "What is NGN?". Furthermore, during meeting #2 the group decided to combine the work of identifying NGN technical areas with the associated standardisation strategy. The remainder of this final report is therefore structured as follows:

Chapter 4: What is NGN?

Chapter 5: Review of current NGN standardisation environment

Chapter 6: Key standardisation areas for NGN and recommended strategy

Chapter 7: Conclusions

Annex A:   Summary of Standardisation bodies working on NGN-related topics

Annex B:   Summary of different co-operation mechanisms between SDOs

Annex C:   NGN partitioning

Annex D:   Detailed analysis of key NGN work areas and recommended actions

4
What is NGN?

The term NGN is commonly used to give a name to the changes to the service provision infrastructures that have already started in the telecom and IT industry. As such it is not a term that can be precisely defined but is rather an umbrella term to describe developments following the PSTN/ISDN/GSM phase 2+ era.

One of the main characteristics of NGN is the decoupling of services and networks, allowing them to be offered separately and to evolve independently. Therefore in the NGN architectures proposed there is a clear separation between the functions for the services and the functions for the transport. An open interface is provided between both. NGN allows the provisioning of both existing and new services independently of the network and the access type used.

NGN will have to provide the capabilities (infrastructure, protocols, etc.) to make the creation, deployment and management of all kinds of services (known or not yet known) possible. This comprises services using all kinds of media (audio, visual, audiovisual), with all kinds of encoding schemes and data services, Conversational, Unicast, Multicast and Broadcast, Messaging, simple data transfer services, Real time and Non-Real time, delay sensitive and delay tolerant services. Services with different bandwidth demands from a few kbit/s to hundreds of Mbit/s, guaranteed or not. Within the NGN there is an increased emphasis on service customisation by the Service Providers whereby some of them will offer their customers the possibility to customise their own services. NGN will comprise service related APIs (Application Programming Interfaces) in order to support the creation, provisioning and management of services.

In NGN the functional entities controlling policy, sessions, media, resources, service delivery, security, etc. may be distributed over the infrastructure, including both existing and new networks. When they are physically distributed they communicate over open interfaces. That is why the NGN architectures proposed in standards bodies and fora consist of layers and planes and show a lot of reference points. New protocols are being standardized to provide the communication between those functional entities. Interworking between NGN and existing networks such as PSTN, ISDN and GSM is provided by means of Gateways.

NGN will support both existing and "NGN aware" End Terminal Devices. Hence terminals connected to NGN will include analogue telephone sets, fax machines, ISDN sets, cellular mobile phones, GPRS terminal devices, SIP terminals, Ethernet phones through PCs, digital set top boxes, cable modems,…

Specific issues are certainly the migration of voice services to the NGN infrastructure, Quality of Service related to real time voice services (bandwidth guarantees, delay guarantees, packet loss guarantees etc.) as well as Security. NGN should provide the security mechanisms to protect the exchange of sensitive information over its infrastructure, to protect against the fraudulent use of the services provided by the Service Providers and to protect its own infrastructure from outside attacks.

Recommendation #1: The ETSI GA is invited to note the following definition of NGN which will drive all the actions to be taken by ETSI on this area:

NGN is a concept for defining and deploying networks, which, due to their formal separation into different layers and planes and use of open interfaces, offers service providers and operators a platform which can evolve in a step-by-step manner to create, deploy and manage innovative services.
5
Review of current NGN standardisation environment

"It's deja vu all over again" (Yogi Berra)

The first task of the NGN-SG has been to establish a clear overview of the current standardisation environment for NGN related issues. To better understand the relationships between different bodies the work has been classified as either “core NGN” or “NGN related” tasks.

5.1
Review of NGN related standardisation groups

The following "Key NGN standardisation bodies", that is, bodies involved in developing "core" or generic NGN standards, have been identified by NGN-SG:

· 3GPP

· CTSI

· ETSI (AT, HF, SEC, SPAN, STQ, TIPHON, TMN)

· IETF

· IMTC

· ISC

· ITU-T (SG4, SG9, SG11, SG13, SG16, Mediacom 2004 Project, SSG IMT2000)

· MPLS Forum

· MSF

· PARLAY

· T1 (T1A1, T1E1, T1M1, T1P1, T1S1, T1X1)

· TIA (TR41, TR45.2)

· TMF

· TTC

In addition a number of "NGN Related standardisation bodies", that is, bodies involved in applying NGN concept to particular domains and/or application, have been identified by NGN-SG:

· 3GPP

· 3GPP2

· ATM-F

· DSL Forum

· DVB

· ECMA

· ETSI (BRAN, SES)

· ITU-T (SG9, SSG IMT2000)

· MPLS Forum

· PacketCable

· SCTE

Further details on all of these bodies are given in annex A.

5.2
Classification of ongoing work

One way of analysing the relationship between the different bodies related to NGN standards development is to place their activities within a "food chain". Within this chain we can identify the following roles:

· requirements setting

· architectures

· protocol definition

· interoperability and profile definition

· applications to specific systems

[image: image3.png]An additional role, marketing was defined in  [ETSI/GA36(00)19 rev1] but it is out of the scope of this study.

An approximate mapping of the bodies, listed in section 5.1 and annex A, to these roles is given in table 2.1.

Table 2.1:
Mapping of bodies to NGN roles

	Requirements
	Architectures
	Protocols
	Interop and profiles
	Application of NGN to specific domains

	NGN Generic

ETSI TIPHON

ISC

MSF

3GPP

QoS definition

ETSI STQ

ETSI TIPHON

Parlay

T1A1

ITU-T SG12

ITU-T SG16

QoS Control

ETSI TIPHON

ETSI SEC

ETSI SEC LI

3GPP SA3


	NGN Generic

ETSI TIPHON

ISC

MSF

ETSI SPAN

ITU-T SG16

(Mediacom 2004)

ITU-T SG13

T1S1

TTC TC4

3GPP

Access

ITU-T SG11

ATMF

DSLF

QoS

ITU-T SG16

T1A1

ATMF

ETSI TIPHON

Security

Parlay

ETSI TIPHON

ITU-T SG 16ATMF

IETF

ETSI SEC

3GPP-SA3

ETSI AT-D

Lawful interception

ETSI SEC LI

TIA TR45.2

T1P1

T1S1

PacketCable

ETSI AT-D

ISC

ETSI TIPHON

3GPP-SA3-LI

Network management

ETSI TMN

ITU-T SG4

T1M1

TMF

ATMF

3GPP/SA5
	Control

IETF

ITU-T SG11

ITU-T SG16

ATM-F

T1S1

ETSI SPAN

Service

3GPP/CN

ETSI SPAN

ITU-T SG 16

PARLAY

JAIN

Transport

ITU-T SG15

T1X1

ETSI TM

ETSI SPAN

OIF

ATMF

IETF

IEEE 802

User plane

ETSI SPAN

IETF

ITU-T SG11

ITU-T SG16

Security

ETSI TIPHON

3GPP SA3

ETSI SEC LI

ETSI SEC

ETSI ESSI

ITU-T SG16
	NGN Generic

ETSI TIPHON

MSF

ITU-T SG16

(Mediacom 2004)

Control protocols

MPLS Forum

MSF

ETSI TIPHON

Interop events

ETSI Plugtests

IMTC

MSF

ISC

SIP Forum

Security

VISIONng
	Mobile

3GPP

3GPP2

ITU-T SSG

T1P1

DSL

DSLF

T1E1

ITU-T SG15

Cable

SCTE

PacketCable

DVB

ITU-T SG9

ETSI AT

Satellite

ETSI SES

TIA TR34.1

Private network

ECMA

Circuit Switched networks

ETSI AT

ETSI SPAN

TIA TR41

T1S1


5.3
Existing relationships between key bodies

A number of existing relationships between bodies involved in "core" NGN standards are to be noted:

5.3.1
Architecture "core team"

ETSI TIPHON and SPAN, 3GPP, ITU-T SG16 (including project Mediacom 2004), MSF, TTC and ISC effectively work together on "core NGN architecture" issues using a mixture of official liaisons, attendance at each other's meetings, overlapping involvement of key experts and translation of other body's documents for local use.

This "core team" does not officially exist and nor has it resulted in common documents but there is, at least, a reasonable degree of awareness of the work done in different groups and hence an understanding of the differences between their deliverables and scope.

5.3.2
The "joint NM" initiative

ETSI TMN and TIPHON, T1M1, TTC, IETF have operated under an informal agreement since 2000 to work together on certain network management issues.

5.3.3
Service architectures and API

The results of PARLAY are being transferred into formal standards via a PARLAY, 3GPP/CN, ETSI/SPAN and ITU-T/SG11 joint committee. This group has now effective global leadership in this field however it is noted that JAIN is now also becoming involved in this joint activity and OMG is currently considering to also become involved in this subject area
. MSF is also involved in the subject area.

5.3.4
End to end QoS

ETSI STQ has from the outset supported the voice quality work within TIPHON by running joint STQ-TIPHON WG5 meetings on voice quality, and experts from STQ are rapporteurs of some of the key TIPHON deliverables in this area. This method of cooperation has been found to be beneficial for all concerned. The two STQ vice chairmen are respectively the chairman and a vice chairman of ITU-T SG12 and so the work is well coordinated with that of ITU-T.

Additionally STQ has good collaborative links with experts in TIA 41.1 in North America.

ETSI TIPHON has close working relationships with Q.F/16 if ITU-T and much of the work on QoS architecture and control within ETSI TIPHON is finding its way into new ITU-T Work Items on NGN QoS. Multimedia QoS is progressing jointly with ITU-T Q.F/16 and ITU-T SG 12.

The Chair of the ETSI TIPHON QoS WG is also Rapporteur for Q.F in ITU-T SG16.

ETSI TIPHON has established links with ITU-T SG11 on end to end QoS control for BICC CS3 systems.

ETSI TIPHON also has also maintained close links with ITU-T SG13 and ITU-T SG12 and ITU-T SG16 on the work underway on NGN network performance (Draft Recommendation Y.1541). Several active TIPHON participants hold key roles in the relevant ITU-T groups.

5.3.5
Lawful Interception

ETSI SEC LI has for the last 3 years established a lead in the provision of guidelines for lawful interception in ETSI standards. This has been built upon to provide handover capability for ISDN like circuit mode services. SEC LI cooperates with TETRA, TIPHON, TC-AT and 3GPP in development of technology specific interception standards and will continue this role for NGN.

5.3.6
Security

There is no doubt that NGN require sophisticated security features to address the commercial e-business requirements and to certainly provide better security than is available in legacy networks or in the current insecure Internet.

ETSI TIPHON has been addressing the security issues throughout the TIPHON releases with main results such as fundamental TIPHON threat analysis, security profiles and lawful interception for VoIP.

ETSI TIPHON has established liaisons and informal relationships with ITU-T SG16 and VISIONng in the area of IP telephony security, with ETSI TC SEC for security general and with ETSI SEC LI on lawful interception.

5.4
Assessment of current situation

Work on standards for NGN is currently spread over a wide range of different technical committees both inside and outside ETSI. This situation is resulting in duplicate work, conflicting requirements and lack of clear definition of both the nature and scope of the remaining issues that still require standardization.

This situation also appears to be recognised by many other SDOs and fora and there is now an opportunity for ETSI to take an active role in pushing for global consolidation of NGN standardization via both official actions to formally establish joint initiatives and through indirect actions by its members. In parallel ETSI can and should exercise its responsibility to get the best synergy within its own Technical Organization to push for consolidation of the NGN standardization.

However, since NGN is a huge subject involving many different players, technologies and standards bodies a single global forum can not easily handle the related standardisation work and so any moves towards global consolidation will need to be made on a case-by-case basis.

Recommendation #2: ETSI should take a leading role in pushing for global consolidation of NGN standardization but that a single global Partnership Project is not an appropriate target.

6
Key standardisation areas for NGN and recommended strategy

"If the world were perfect, it wouldn't be" (Yogi Berra)

A direct consequence of recommendation #2 above is that the most useful approach for ETSI to take in the field of NGN standardisation strategy is to push for a number of related, but independent, initiatives. Some of these initiative may result in the creation of partnership projects while others are better treated via lighter weight structures such as joint technical committees, informal relationships or simple transfer of work into a single body. See annex B for further details on how this starter group has classified different possible co-operation mechanisms.

Recommendation #3: ETSI should become involved in a set of related, but independent, initiatives covering the field of NGN standards.

The following technical areas require specific action:

· Architecture and protocols

· End to end QoS

· Service platforms

· Network management for NGN

· Lawful interception

· Security

Standardisation strategies for each of these technical areas are proposed in the following sections.

In addition, Annex D provides a more detailed analysis of these key areas and offers initial recommended specific actions to be taken -including proposed milestones - for each of them.

While developing these strategies the NGN-SG found it useful to consider different ways in which the field of NGN standardisation can be partitioned into a number of different “views”. The following different approaches are identified in Annex C:

· Terminal Viewpoint: Is the end terminal “aware” that it is connected to an NGN network or is it using legacy protocols (Q.931, GSM 04.08, etc.)?

· Migration viewpoint: Is the network migration strategy based on a “technical” (emulation of existing services via NGN technologies) or a “commercial” (new services and service platforms are introduced with a corresponding change to the contractual relationship between operator and end user)?

· Service creation viewpoint: Is the network’s service creation platform to be based on “classical” (supplementary services plus IN) or Open Service Architectures (OSA) and/or PARLAY based technologies?

· Architectural viewpoint: Does the standardisation issue involve a specific access technology (cellular, IP Cablecomm, DSL, etc.) or the common core network and associated inter-networking issues?

6.1 Architectures and Protocols

Most recent standardisation work involving the application of NGN technologies has been centred on the consideration of a specific access technology and so has assumed that the only inter-networking issues are 1) interconnection of two similar access networks and 2) inter-working with legacy networks. The many general architectural and protocol problems defining inter-networking mechanisms between different NGN based access networks have barely started. This will become urgent when NGN-aware terminals are placing calls between different types of access network. For example, between a UMTS release 5 IMS (IP Multimedia Services) cellular access network and an IP Cablecomm fixed access network in the users' residence.

The issues resulting from this scenario are the key consideration behind this section on standardisation strategies covering architecture and protocol issues.

Evolution of existing architectures against a two layer network based on packets is needed together with basic characteristics that decouples service and network provisioning. Open interfaces like Parlay or JAIN will be elements of an NGN compliant architecture supporting a clear separation between the functions for the services and functions for the transport. The NGN compliant architecture allows the provisioning of both existing and new services independently of the network and the access type used. Both NGN aware (i.e. terminals that use NGN based signalling, such as, SIP, H.323, MGCP or MEGACO) and non-NGN aware terminals using legacy protocols (Q.931, GSM 04.08, etc.) have to be supported.

Architectural requirements have to be analysed by protocol groups to determine:

1. A mapping of “NGN” compliant protocols to the existing protocols to identify the missing parts.

2. If the existing protocols are sufficient.

3. If the existing protocols require enhancing and define the enhancements, or

4. if new protocols are required, define the new protocols.

NGN work on architectures and protocols issues should concentrate on:

· Consideration of the use of generic reference modelling techniques, based on TIPHON results, to help identify additional standards needed to support NGN compliant communication establishment service either within an operator domain or in between operator domains. 

· Definition of interworking functions to support legacy (non-NGN aware) terminals.  In particular, work is needed on the definition of trunk level profiles for megaco/H.248 and BICC.

· Determination of how end-to-end service, call control and user mobility can be supported across heterogeneous networks

· Definition of functionality of NGN-aware terminals in terms of software upgrade mechanisms, redundancy and evolution of cost-reduced terminals, version negotiation and management and target roll-out path for deployment 

Primary partners for any joint work with ETSI would include 3GPP, ATMF, ITU-T (SG11, 13 and 16), T1S1, IETF (sip, megaco), MSF and ISC.

See annex D.1 for further details on architecture and protocol issues.

6.2
End-to-end Quality of Service (QoS)

Standardization work is addressing end-to-end QoS issues for telephony grade speech before starting on other forms of traffic. The organisations currently involved are IETF, ETSI (TIPHON supported by STQ), ITU-T (SG11, 12, 16) and TTC.

Work is required to handle both the way in which different end system can reach agreement on the end-to-end QoS for a call and how the parameters set with this upper layer protocol can be used to control the lower layer, transport and access level QoS mechanisms.  

For the issue of upper layer QoS control it is felt that a distinction can be made between telephony, where the work is now almost complete, and the wider topic of QoS for multimedia which needs work on both a “framework” and the definition of each individual media stream (video, white board, etc.).

Likewise the control of lower layer QoS mechanisms is best divided into two topics: a “vertical” protocol linking the upper and lower layer QoS mechanisms (diffserv, etc) and a lower layer “horizontal” mechanism to link the lower layer QoS control between different domains and networks.

It is likely that ETSI will need to work with different partners in each of these technical areas but that a “big picture” view must be maintained to ensure that the overall solution is to be useful.

NGN work on end-to-end QoS should concentrate on:

· Completion of End-to-end QoS class definition for telephony

· Definition of a new end-to-end multimedia QoS class definition framework and a method of registering QoS classes of individual media components

· Specification of how to use lower layer QoS mechanism to achieve upper layer QoS within the network

· Inter-domain lower layer QoS control

· End user perception of QoS

Primary partners for joint work with ETSI are ATMF, IETF (midcom, mmusic), ITU-T (SG11, 12, 13, 16), T1A1, TTC along with various multimedia fora.

See Annex D.2 for further details on end-to-end QoS issues.

6.3
Service platforms

Two of the key “new” aspects of NGN are the separation of service control and provision from the under-lying network and the extension of service control for telephony to cover multimedia.  In an NGN compliant network NGN aware terminals must be able to interwork with each other independent of which service provider the terminal is connected to for the moment. This means that NGN compliant networks will require “End-to-End” service control on top of the call control independent of the underlying transport technology as well as presence and roaming techniques. This can be achieved either by using disparate technologies within a single Service Provision domain, or across multiple Service Providers domains.

The required service platforms should offer open interfaces, using APIs (such as PARLAY) and/or proxy servers, for third party service providers use, the resulting services will need to be accessible to end users as they roam between networks and, naturally, end-to-end services should be available between users connected to different networks using different service providers.

Work in this area is progressing, most notably in the joint ETSI/SPAN – 3GPP – PARLAY technical committee dealing with Open Service Architecture (OSA) for APIs, TIPHON for service roaming and the lessons learnt in 3GPP for mobile systems can be “generalised” to cover all NGN applications.
NGN work on service platforms should concentrate on:

· Definition of service control architectures covering both OSA APIs and proxy aspects

· Enhancement of mechanisms to support provision of services across multiple networks covering both service roaming and interconnectivity of services

· Development of mechanisms to support user presence and user control of service customisation and profiles

· Impact of user mobility on service platforms

Primary partners to work with ETSI include: 3GPP, PARLAY, JAIN, ITU-T (SG11, 16), IETF (megaco, sip).

See annex D.3 for further details on the topic of service platforms.

6.4
Network management

The emergence of various forms of combined fixed, mobile, IP, access, etc. networks creates increasing complexities and challenges related to the management of such networks. This also applies to the management of existing and new services across different network types. 

A more comprehensive effort is needed in order to identify existing documentation in SDOs and applicable fora, examine their applicability, propose enhancement where required and develop a proposed work plan to complete service and network management.  In this way the lessons learnt in application specific bodies such as 3GPP and ETSI TIPHON can be brought back into the bodies covering “core” network management standards, notably ITU-T SG4, to be “generalised” and be subsequently re-adopted by each application’s home body.  In this way each application (mobile, IP cablecomm, DSL, etc.) can develop a network management platform reflecting any specific system requirements while the common core standards can evolve to meet the needs of the most innovative users.

NGN work on network management should concentrate on:

· Enhancement of the overall “core” Network management architecture and definition of basic network management services and interfaces to suit NGN requirements (fault, performance, customer administration, charging/accounting, traffic and routing  management)

· Inclusion and application of new architectural concepts and new technologies such as tML

Primary partners to work with ETSI include: ITU-T (SG4), T1M1, IETF (ops area), that is the “JointNM” group.

See annex D.4 for further details on the topic of network management.

6.5
Lawful interception

Existing lawful interception (LI) standards are predicated on a closed protocol stack for each service. This will not be the case in NGN where services may be offered, in OSI like operation, over many different protocol stacks. This requires significant work to be undertaken across the entire NGN system to ensure that all requirements of LI are met. 

These include:

· transparency;

· accountability;

· traceability; and

· uniqueness.

NGN will embrace many different protocols and many new services, and older services delivered in a new form, not currently subject to lawful interception in a standard way. It is important therefore to ensure that the relevant bodies and experts in lawful interception work with NGN to cover this topic.

For services using bandwidths greater than 64 kbit/s the existing “handover” standards, that defines the interface between a telecommunication network and a Law Enforcement Agencies (LEAs), need to be enhanced to both introduce a packet transport basis and to define new “Intercept Related Information” (IRI) data elements.

NGN work on lawful interception should concentrate on:

· Definition of new packet based transport “handover” interface between target network and law enforcement agency

· Enhancement of existing Intercept Related Information to include new data elements covering both signalling and multimedia streams

Primary partners to work with ETSI include: 3GPP, T1S1, TIA.

See annex D.5 for further details on the topic of lawful interception.

6.6
Security

Due to the fact that NGN security is inherent but nevertheless crucial and is touching many areas and SDOs, just underlines the strategic importance of this area.

Secure NGNs comprise security aspects of various SDOs: ETSI TIPHON, ITU-T, IETF, 3GPP and others. Within NGN, security issues interrelate with architecture, QoS, network management, mobility, billing and payment.  

One of the most significant challenges facing the design of NGN security standards is the fact that the networks are no longer conceived as a monolithic systems with clear interfaces. Much of the standardisation work in NGN security has to be based on guides and principles along with APIs so that a secure network can be built from a given selection of specific NGN components.

NGN work on security should concentrate on:

· Development of a compound security architecture for NGNs. In a further step, this NGN security group should devise NGN operational security guidelines.

· Development of NGN specific security protocols and APIs

Primary partners to work with ETSI include: 3GPP, ITU-T, IETF.

See annex D.6 for further details on the topic of security.

6.7
Other jobs to be done

In addition to issues described above the following topics were also considered by NGN-SG to be essential in any study but were not felt to be as strategic and hence do not need the same level of attention by the ETSI General Assembly.

The following additional NGN related issues require attention:

· Session and call management:

· Reliable event Logging for charging, statistics and fault monitoring;

· Charging (collecting and collating Call and Event Detail Records);

· Accounting: secure transfer of Call, Event Detail Records and additional operational information;

· Scaling, Dimensioning and Configuration;

· The ability to provide communications with a defined and guaranteed QoS, when required;

· Policy Management and Policing of resources used in the network(s).

· Support for emergency and essential services

· Including support for the International Emergency Preparedness Scheme (IEPS);

· Priority and pre-emptive services

· Security

· Authentication of user regardless of access method;

· The ability to provide for Privacy, confidentiality and Integrity of communication, when required.

· Key management

· Naming and addressing

· NGN-isation of access domains, where required

The failure to provide for the above will result in the provision of services that are not “fit for use” they are either essential requirements from the Service Provider, Network Operator, National Regulator or User. Hence, these issues must be addressed in any study that is likely to result in realistic useable services within the framework of NGN.

It is recommended that for the any study to be undertaken by ETSI within the framework of NGN the above issues are to be considered as essential features of that study.

7
Conclusions

The NGN-SG has now completed its assigned tasks: a review of the existing standards environment has been made and specific recommendations to cover new work have been prepared.

While it is concluded that a new “NGN Partnership Project” covering all related tasks is not appropriate it is noted that some of the recommendations in this report may result in the creation of new targeted partnership projects and/or joint committees involving our key partner SDOs and fora.

In parallel with this external “partnership building” process it is essential that ETSI starts to adopt its internal structures and working methods to meet the challenges of NGN.  In particular, the institute needs to re-assess the current split of work between different technical bodies and to consider where TBs mergers can be used to better match the available experts to the required work. 

Recommendation #4: In order to position ETSI in the forefront of the NGN standardisation by having a powerful and focussed centre of expertise, the GA is invited to request the ETSI Board to undertake at the maximum urgency a review of the current TB structure and working procedures to ensure that ETSI is ready to meet the challenges of NGN.
Annex A:
Summary of Standardization bodies working on NGN-related topics

This annex provides details on all known bodies involved in NGN standards and related work. They are sorted between:

· "key bodies": those that develop generic standards in the scope of NGN (see section A.1) and

· "related bodies": those that apply these generic standards to particular applications and/or domains (see section A.2).

A.1
Key NGN bodies

Key NGN bodies are those groups that are directly working on NGN related standards covering requirements, architectures, protocols, profiles, interoperability and testing.

Note that descriptive text below is largely based on information derived from each organisation's own web site and so does not necessarily represent ETSI opinion.

A.1.1
CTSI
China Telecommunication Standards Institute (CTSI) is the national standards organisation in China.

NGN relationship: Develops national version of ITU protocols (H.323).

A.1.2
ETSI
ETSI (the European Telecommunications Standards Institute) is a non-profit making organization whose mission is to produce the telecommunications standards that will be used for decades to come throughout Europe and beyond.

A.1.2.1
ETSI AT
The ETSI Technical Committee (TC) Access and Terminals (AT) is the "home" for terminal matters within ETSI, established on the basis of a technical area and on the global market sector of Telecommunications Terminals.

NGN relationship: Interaction between terminals and NGN architecture.

A.1.2.2
ETSI HF
ETSI HF (Human Factors) has created a new work item called "Common Identification Schemes for Next Generation Networks" (DEG/HF-00038).

A.1.2.3
ETSI SEC
ETSI SEC (Security) committee is the focal point for security standardization within ETSI, thereby, advising ETSI on how technical and regulatory aspects of security should be addressed in its technical work. SEC ensures that security issues are appropriately and consistently addressed in all of ETSI's technical work, develop and maintain a security standards policy which will apply to all of ETSI's technical work, and which will be adopted by and applied to the work of all ETSI technical bodies. The two Working Groups of SEC deal with issues of Lawful Interception and Electronic Signatures and Infrastructures.

In addition ETSI SEC offers a point of reference to all other security groups in ETSI. This encompasses the work of individual technical bodies such as TIPHON and AT as well as the partnership group 3GPP-SA3. These bodies consider security requirements, threat analysis and the provision of counters to the identified threats by means of protocol, mechanisms and management. In some instances these security groups will liase with algorithm experts (e.g. ETSI SAGE) for the provision of application specific cryptology.

NGN relationship: Lawful interception, Electronic Signatures, Threat Analysis.

A.1.2.4
ETSI SPAN
ETSI TC SPAN (Services and Protocol for Advanced Networks) is ETSI’s core competence centre for fixed networks standardisation including IP based networks, especially for the development of signalling protocols. It is responsible for all aspects of standardisation for present and future converged networks including mobility aspects within fixed networks, using existing and emerging technologies, in line with, and driven by, the commercial objectives of the ETSI membership. This will be accomplished in close co-operation with other ETSI TBs and external standardisation activities. Taking into account the rapid changes in fixed telecom networks due to IP based applications, SPAN has adopted a new structure and meeting arrangements to make the best progress towards incorporating the new technologies.

NGN relationship: Requirements, definition and testing of control and user plane protocols (BICC, SIP, etc.), member of joint SPAN/3GPP/Parlay committee, Numbering, Addressing and Routing activities (NAR), architectures, APIs.

A.1.2.5
ETSI STQ
ETSI TC STQ (Speech processing, Transmission and Quality Aspects) is responsible to ensure the co-ordination, production (where appropriate) and maintenance of end-to-end speech quality related deliverables, for the timely and economic development of equipment for use with existing and future fixed/mobile network telecommunications service offerings from network operators.

NGN relationship: end-to-end QoS issues (joint with TIPHON).

A.1.2.6
ETSI TIPHON
The objective of ETSI Project "Telecommunications and Internet Protocol Harmonisation Over Networks" (TIPHON) is to support the market for real-time telecommunication services between users, including voice and related voice-band communication over multiple network technologies. Telephony, multi-media conferencing, instant messaging and e-commerce may all be examples of applications and services enabled by TIPHON.

TIPHON addresses the service-level inter-working between traditional Switched Circuit Networks (SCNs) and the emerging Next Generation Networks (NGN) based on VoIP. TIPHON enables users connected to IP-based networks to communicate between themselves and also with users in SCNs especially those served by PSTN, ISDN or GSM networks. In this regard TIPHON addresses the difficult, yet extremely important, area of multi-network inter-working across multiple administrative and technology domains. In doing so, it is considering a broad and diverse set of requirements including security, quality of service, numbering and the very approach to communications standardisation itself.

In Release 3, TIPHON has addressed the challenge of providing public communications services in a heterogeneous environment by defining a generic means of creating services that is independent of any specific underlying network technology - irrespective of whether it is switched circuit or packet based. To achieve this objective, TIPHON has identified the need for an overarching technology and domain-independent protocol framework - known as the TIPHON meta-protocol. This is used to generate profiles for the protocols associated with any given communications network technology (e.g. including H.323, SIP, H.248, BICC). By mapping this 'meta-protocol' to individual network technologies, TIPHON ensures a higher degree of end-to-end capability than would otherwise be possible. In the Releases 4 and 5 TIPHON is planning to address, e.g. mapping of QoS transport protocols, extension of TIPHON meta-protocol, extended security, multiple media flows, multiple media end-points, support confidentiality and authenticity, define multimedia QoS. The main challenge will be to harmonise these efforts with the ongoing UMTS (3GPP) and IPCablecomm (Europacketcable FORUM) specification developments.

NGN relationship: architectures, requirements, systems and general security, end-to-end QoS, Lawful Interception, Test specifications and Interoperability events.

Note:
TIPHON has informal contacts with  ITU-T, IETF, MSF and ISC.

A.1.2.7
ETSI TMN
ETSI TC Telecommunication Management Network encompasses the management of all types of telecommunication networks, and although biased to TMN it is not limited to it.

NGN relationship: standards covering network management of NG networks.

Note:
TC TMN is already involved in a "jointNM" initiative between TC TMN, TIPHON, IETF, T1 and TTC.

A.1.2.8
ETSI TM6

ETSI TC TM (Transmission and Multiplexing) WG6 is responsible for all xDSL standards in Europe and for submitting european-specific requirements to international DSL standards (ITU-T SG15 G.99x series of Recommendations). TM6 works in close collaboration with T1.E1.4, ITU-T SG15 and the DSL Forum.

NGN relationship: xDSL.

A.1.3
IETF
The Internet Engineering Task Force (IETF) is a large open international community of network designers, operators, vendors, and researchers concerned with the evolution of the Internet architecture and the smooth operation of the Internet. It is open to any interested individual.

The actual technical work of the IETF is done in its working groups, which are organized by topic into several areas (e.g., routing, transport, security, etc.). Much of the work is handled via mailing lists. The IETF holds meetings three times per year.

NGN relationship: Key technical areas and working groups involved in NGN matters are Sub-IP Area (mpls), Transport Area (avt, megaco, midcom, mmusic, sigtran, sip, sipping, spirits) and Security Area (cat, hip, ipsec, ipsra, tls)..

Note:
IETF is essentially a "protocol factory" and so is normally not involved in architecture issues.

A.1.4
IMTC
The International Multimedia Telecommunications Consortium (IMTC) is an industry-leading, non-profit organization whose mission is to promote, encourage, and facilitate the development and implementation of interoperable multimedia conferencing solutions based on open international standards.

The IMTC hosts multimedia interoperability testing events and demonstrations throughout the world.

Over the past three years, the IMTC has hosted more than 60 interoperability events to test T.120, H.320, H.323, H.324, SIP and Voice over IP products and services for compatibility with each other. The IMTC Board of Directors includes representatives from Avaya, BT, Cisco Systems, Forgent, France Telecom, Intel, IBM, KPN Telecom, Microsoft, Siemens AG, Nokia, PictureTel, Polycom, Telverse, and Worldcom. The San Ramon, California-based consortium comprises more than 120 member organizations from around the globe.

NGN relationship: Interop and has been working on profile definition.

A.1.5
ISC
The International Softswitch Consortium exists to promote worldwide compatibility and seamless interoperability of softswitch operation. Its members are at the forefront of a technological and market revolution in the communications service industry, and the forum works to advance the worldwide adoption of next-generation multimedia communications.

Relevent NGN working groups:

Application: Working on the Application layer framework in a Softswitch network.

Architecture: Working on the component definitions in a Softswitch network.

Device Control: Updates device control protocols based on real world experience and feeds work into SDOs.

Lawful Interception: Working on lawful interception mechanisms for Softswitch architectures. Interfacing with law enforcement agencies to foster understanding.

Session Managment: Working on Network management and Mediation systems and a session logging protocol.

SIP Working group: Working on SIP-T development with operational feedback. Feeding work into SDOs.

NGN relationship: architecture, lawful interception, marketing.

A.1.6
ITU-T
A.1.6.1
ITU-T SG4
ITU-T Study Group 4 "Telecommunication management, including TMN" is responsible for the management of telecommunication services, networks, and equipment using the telecommunication management network (TMN) framework. Additionally responsible for other telecommunication management studies relating to designations, transport-related operations procedures, and test and measurement techniques and instrumentation.

NGN relationship: network management of NG networks.

A.1.6.2
ITU-T SG11
ITU-T Study Group 11 "Signalling requirements and protocols" is responsible for signalling requirements and protocols for Internet Protocol (IP) related functions, some mobility related functions, multimedia functions and enhancements to existing Recommendations on access and internetworking signalling protocols of ATM, N-ISDN and PSTN.

NGN relationship: signalling protocols such as BICC, IN and interworking between NGN and networks based on existing Circuit Switched technology, VHE for both mobile and fixed networks.

A.1.6.3
ITU-T SG13
ITU-T Study Group 13 "Multi-protocol and IP-based networks and their internetworking" is responsible for internetworking of heterogeneous networks encompassing multiple domains, multiple protocols and innovative technologies with a goal to deliver high-quality, reliable networking. Specific aspects are architecture, interworking and adaptation, end-to-end considerations, routing and requirements for transport.

NGN relationship: architecture and interworking between NGN and IP networks.

A.1.6.4
ITU-T SG15
Study Group 15 is the focal point in the ITU-T for studies on optical and other transport networks, systems and equipment. This encompasses the development of transmission layer related standards for the access, metropolitan and long haul sections of communication networks. Lead Study Group on access network transport.

NGN relationship: xDSL, optical transport.

A.1.6.5
ITU-T SG16
ITU-T Study Group 16 "Multimedia services & systems" is responsible for multimedia service definition, architectures and application level aspects of multimedia systems, including the associated terminals, modems, protocols and signal processing, QoS, Security, Mobility and Interworking issues.

SG16 has established the Project – Mediacom 2004 The project objective is to establish a framework for Multimedia standardization which will support the harmonized and coordinated development of global multimedia communication standards across all the ITU, and in close co-operation with other regional and international standards development organizations (SDOs).

The ETSI Board is represented on the project Steering Committee.

NGN relationship: H.323 (multimedia over packet) and H.248 (megaco) protocols and participation in MEDIACOM 2004 project and its Steering Committee. QoS Definition, Architectures and control mechanisms.

A.1.7
JAIN
The JAIN(TM) APIs are a set of Java technology based APIs which enable the rapid development of Next Generation telecom products and services on the Java platform. The JAIN APIs bring service portability, convergence, and secure network access to telephony and data networks.

By providing a new level of abstraction and associated Java interfaces for service creation across Public Switched Telephone Network (PSTN), packet (e.g. Internet Protocol (IP) or Asynchronous Transfer Mode (ATM)) and wireless networks, JAIN technology enables the integration of Internet (IP) and Intelligent Network (IN) protocols. This is referred to as Integrated Networks. Furthermore, by allowing Java applications to have secure access to resources inside the network, the opportunity is created to deliver thousands of services rather than the dozens currently available. Thus, JAIN technology is changing the telecommunications market from many proprietary closed systems to a single network architecture where services can be rapidly created and deployed.

The JAIN initiative consists of two API Specification areas of development:

· The Protocol API Specifications specify interfaces to wireline, wireless and IP signaling protocols.

· The Application API Specifications address the APIs required for service creation within a Java framework spanning across all protocols covered by the Protocol API Specifications.

NGN Relationship: Service APIs.

A.1.8
MPLS Forum

The MPLS Forum is an international forum advancing the successful deployment of multi-vendor MPLS networks and their associated applications. The Forum will achieve this through interoperability initiatives, implementation agreements, and education programs.

NGN relationship: MPLS interoperability profile definition.

A.1.9
MSF
The Multiservice Switching Forum (MSF) is a global association of service providers and system suppliers committed to developing and promoting open-architecture, multiservice switching systems. Founded in 1998, the MSF is an, open-membership organization comprised of the world's leading telecommunications companies.

The MSF's activities include developing implementation agreements, promoting worldwide compatibility and interoperability, and encouraging input to appropriate national and international standards bodies.  It offers an open forum for discussion between vendors and service providers involved in the field of NGN.

NGN relationship: NGN architectures, requirements on base protocols (megaco, etc.).

Informal Liaisons: ISC, IETF (megaco, gsmp), ITU-T SG11, ETSI TIPHON, IEEE P1520, ATMF, IN Forum, 3GPP, MPLS Forum.

A.1.10
PARLAY
The Parlay Group is an open, multi-vendor forum organized to create open, technology independent Application Programming Interfaces (APIs) which enable IT companies, ASPs, ISVs, Internet Companies, E-Business Companies, software creators, service bureaus, and large and small enterprises as well as network providers, network equipment vendors and application suppliers to develop applications across multiple networks. Furthermore, the Group promotes the use of Parlay APIs and ultimate standardization.

NGN relationship: definition of service control API interface.

A.1.11
Committee T1
Standards Committee T1 develops American National Standards, technical reports and technical requirements for telecommunications services, network interconnection, interoperability, and performance. Committee T1 provides technical input to the United States Department of State supporting U.S. participation in international standards bodies. Specifically, T1 focuses on those functions and characteristics associated with the interconnection and interoperability of telecommunications networks at interfaces with end-user systems, carriers, and information and enhanced service providers. These include switching, signalling, transmission, performance, operation, administration and maintenance aspects. Committee T1 is also concerned with procedural matters at points of interconnection, such as maintenance and provisioning methods and documentation, for which standardization would benefit the telecommunications industry. More than 1,200 telecommunications engineers and technologists bring their expertise to Committee T1’s six technical subcommittees. Committee T1 is a founding member of the Global Standards Collaboration (GSC) group of regional standards development organizations and works closely with the U.S. Federal Communications Commission (FCC) on network reliability issues. Committee T1 is accredited by the American National Standards Institute (ANSI).

A.1.11.1
T1A1

T1A1, “Performance and Signal Processing”, develops and recommends standards and technical reports related to the description of performance and the processing of speech, audio, data, image and video signals, and their multimedia integration, within U.S. telecommunications networks. T1A1 also develops and recommends positions on, and fosters consistency with, standards and related subjects under consideration in other North American and international standards bodies.

T1A1 focuses on two main areas:

· Performance of networks and services at and between carrier-to-carrier and carrier-to-customer interfaces, with due consideration of end-to-end performance and the performance of customer systems.

· Signal Processing for the transport and integration of voice, audio, data, image and video signals with due consideration of: interaction with telecommunications networks; the integration of inputs and outputs between information processing and multimedia systems and telecommunication networks; and techniques for assessing the performance and impact of such signal processing on telecommunication networks.

Key work items include:

· Network Outage Reporting Criteria

· Crosstalk Testing Procedures for V.90 Modems

· ATM/IP network performance/QOS objectives

· PSTN/IP network reliability/availability/survivability metrics

· VoIP packet loss concealment algorithms

· SONET/SDH and DWDM error objectives

· VoADSL transmission performance objectives

NGN relationship: QoS, IP network performance/reliability, Coding for user plane traffic.

A.1.11.2
T1E1

T1E1, “Network Interfaces, Power and Protection”, develops and recommends standards and technical reports are related to power systems, electrical and physical protection for the exchange and inter-exchange carrier networks, and interfaces associated with user access to telecommunications networks.  T1E1’s work focuses on two diverse subject areas:

1) Network access interfaces and their functionality, from legacy two-wire loop-start circuits, through ISDN and SONET to the latest Digital Subscriber Lines. The range of the access interfaces work goes from electrical and mechanical characteristics to the physical layer transmission and signalling protocols.

2) Power systems and their interfaces, electrical protection and physical protection, for network equipment facilities.  The range of this work goes from battery arrangements, voltage levels and grounding to lightning, earthquake and fire protection.

Key work items include:

· XDSL

· Loop Spectrum Management

· Power Systems and Equipment Grounding

· Earthquake and Fire Resistance

· Analogue, Digital and Optical Interfaces

· Electrical and Physical Protection

NGN relationship: UNI Interface standards for DSL, optical and other electrical access networks.

A.1.11.3
T1M1

T1M1, "Internetwork Operations, Administration, Maintenance and Provisioning", develops internetwork operations, administration, maintenance and provisioning standards, and technical reports related to interfaces for U.S. telecommunications networks; some of which are associated with other North American telecommunications networks. These standards may apply to planning, engineering and provisioning of network resources; to operations, maintenance or administration process; or to requirements and recommendations for support systems and equipment that may be used for these functions. This Subcommittee will also develop positions on related subjects under consideration in other domestic and international standards bodies.

Key work items include:

· OAM&P Frameworks - e.g., CORBA and XML/tML framework standards

· Inter-Administration OAM&P - OSS-to-OSS interconnect interface standards to support local pre-ordering, trouble administration, etc.

· Network Technology Specific OAM&P - e.g., OAM&P for optical networking

NGN Relationship: network management, XML/tML framework.

A.1.11.4
T1P1

T1P1, "Wireless/Mobile Services and Systems" coordinates and develops standards and technical reports primarily relevant to wireless/mobile telecommunications networks in the U.S. and reviews and prepares contributions on such matters for submission to the appropriate U.S. preparatory body for consideration as ITU contributions or for submission to other domestic and regional standards organizations.  Note: T1P1 is the Lead Technical Subcommittee for T1 participation as a 3GPP partner (see below).

Key work items include:

· Personal Communications Services and Systems

· Third Generation Wireless Access; Intersystem Interference

· Interoperability among mobile networks

· Wireless Intelligent Networks, including VHE

· Fixed Wireless Access

· Lawful Surveillance, E911, TTY

NGN relationship: mobility issues.

A.1.11.5
T1S1

T1S1, “Services, Architectures, and Signalling”, develops and recommends standards and technical reports related to services, architectures, and signalling, in addition to related subjects under consideration in other North American and international standards bodies. T1S1 is the prime TSC on projects covering many of the leading technology areas addressed by Committee T1. These include: IP Telephony, Broadband Services, Intelligent Networking, Signalling Specification for Narrowband Services, Local Number Portability, and Common Channel Signalling.

Key work items include:

· Signalling System No. 7

· Broadband and Asynchronous Transfer Mode (ATM)

· Local Number Portability

· Bearer Independent Call Control (BICC)

· Frame Relay Signalling

· Signalling for Network-based Services

NGN relationship: BICC, sigtran, architecture.

A.1.11.6
T1X1

T1X1, “Digital Hierarchy and Synchronization”, develops and recommends standards and prepares technical reports related to telecommunications network technology pertaining to network synchronization interfaces and hierarchical structures for U.S. telecommunications networks. T1X1 focuses on those functions and characteristics necessary to define and establish the interconnection of signals comprising network transport. This includes aspects of both asynchronous and synchronous networks. T1X1 also makes recommendations on related subject matter under consideration in various North American and international standards organizations.

Key work items include:

· Network Timing and Synchronization

· Network Synchronization Architecture

· Synchronous Optical Networks (SONET)

· Optical Transport Networks (OTN)

· Automatic Switched Optical Networks (ASON)

· Data Over SONET

NGN relationship: optical transmission.

A.1.12
TIA
Telecom Industries Associations (TIA) represents providers of communications and information technology products and services for the global marketplace through its core competencies in standards development, domestic and international advocacy, as well as market development and trade promotion programs. The association facilitates the convergence of new communications networks while working for a competitive and innovative market environment. TIA strives to further members' business opportunities, economic growth and the betterment of humanity through improved communications.

A.1.12.1
TIA TR41

TIA TR-41 "User Premises Telecommunications Requirements" is responsible for standards and recommendations relating to telecommunication terminal equipment, user telecommunication systems, private telecommunication networks, private network mobility, unlicensed wireless user premises equipment, and auxiliary equipment and devices, used for voice service and integrated voice-data service. Network interface characteristics are addressed from a terminal equipment perspective. TR‑41 is also responsible for standards and recommendations on customer premises for premises wiring necessary for voice and data communications and distribution of multimedia services.

Standards include service and performance criteria as well as information necessary for proper interworking of equipment, systems and networks with each other, the public networks, and carrier provided private line services. Work also includes regulatory, safety and environmental requirements.

NGN relationship: Interaction between terminals and NGN architecture.

A.1.12.2
TIA TR45.2

TIA TR45.2 "Wireless Intersystem Technology - Mobile and Personal Communications Standards" is responsible to develop service definition and network interface standards for support of interoperability and intersystem operations, for interfaces between those network elements that comprise the infrastructure, in support of seamless service to wireless subscribers, other mobile and personal communication network systems, auxiliary systems, and to other networks.

NGN relationship: Lawful interception architecture.

Note:
TR45 is the "home" body for TIA membership of 3GPP2 (see below).

A.1.13
TMF
Mission: Define interoperable management systems in order to:

· Promote, enable and support the development OS solutions

· Foster and promote open standards and guidelines

· Influence industry standard bodies, associations and fora

Focus and priorities:

· Establish the NGOSS (New Generation Operations Systems) reference architecture as the umbrella architecture for all OSS solutions and deliver NGOSS reference implementations.

· Make the TMF NGOSS reference architecture “the de-facto standard” in the ICT industry.

· TMF to actively interact with other key industry fora to maintain a close link with network innovation and maintain knowledge leadership.

First priorities: Java (JOSS), 3rd generation mobile (http://www.3gpp.org), tML (T1M1), in-home networks (CABLELABS), optical networking http://www.oiforum.com/).

NGN relationship: network management.

A.1.14
TTA
The steering committee of the TTA in Korea has decided to establish a new "NGN special study group" for organizing NGN related standard activities currently distributed over many Technical Committees, and for corresponding any kinds of new relationships with international standardization activities.

Its work will be officially started on January 2002, in line with the new re-organization of TTA TC structure. The NGN SSG (English expression is not yet exactly defined) will incorporate existing working groups in TTA such as "service platform", "BICC", "IP Signalling", and new groups "NGN

architecture", " IP access", "NGN TMN", and more.

NGN relationship: architecture, signalling, service platform, network management and IP access.

A.1.15
TTC
The Telecommunications Technology Committee (TTC) in Japan develops various telecommunications related standards, technical specifications, technical documents and technical reports applicable to Japan, mainly based on international standards and specifications, e.g. ITU-T Recommendations, forum specifications.

The technical areas for standardization include Network-Network Interface (TC1), User-Network Interface (TC2), PBX and LAN (TC3), High Layer Protocol (TC4), Multimedia and Voice Coding (TC5) and Mobile Communications including IMT-2000 (TC6).

NGN relationship: architecture (is currently working with ETSI TIPHON), signalling, UNI, mobile issues (member of 3GPP and 3GPP2), optical transmission.

A.2
Related bodies

A.2.1
3GPP
The 3rd Generation Partnership Project is working on standards covering UMTS and GSM mobile networks and has work items covering the evolution of the core network architecture from circuit switch to packet switch technology with the creation of the IP multi-media domain.  There are also enhancements to the service tool kits and radio access capabilities.  Further information on the 3GPP work plan can be obtained from http://www.3gpp.org/ftp/information/workplan.

NGN relationship: application of NGN concepts to a UMTS based mobile network, service APIs. In particular to the use of NGN technologies within a circuit switched service environment in release 4 and is also as part of the "Internet Multimedia" (IM) mode operation within release 5.

A.2.2
3GPP2
The Third Generation Partnership Project 2 (3GPP2) is a collaborative third generation (3G) telecommunications standards-setting project comprising North American and Asian interests developing global specifications for ANSI/TIA/EIA-41 "Cellular Radiotelecommunication Intersystem Operations network evolution to 3G, and global specifications for the radio transmission technologies (RTTs) supported by ANSI/TIA/EIA-41.

NGN relationship: application of NGN concepts to a cdma2000 based mobile network.

A.2.3
ATM-F
The ATM Forum is a non-profit international organization of more than 500 organizations representing all sectors of the world's computer and communication industries, as well as government agencies, research organizations and end users. Established in 1991, it is dedicated to speed the development and mass-market deployment of ATM broadband communications technologies, thus enabling existing infrastructures and new service technologies to take advantage of ATM's inherent QoS (Quality of Service), security and management features.  The Forum is focused on development of interoperability specifications, promotion of industry-wide cooperation and educational awareness of the technology's capabilities, explaining why an ATM core is the best option for implementing a multiservice network.

NGN relationship: next generation network access.

A.2.4
DSL Forum
DSL Forum is a consortium of more than 400 leading industry players covering telecommunications, equipment, computing, networking and service provider companies. Established in 1994, the Forum continues its drive for a mass market for DSL, to deliver the benefits of this technology to end users around the world over existing copper telephone wire infrastructures.

Throughout its six years, DSL Forum has worked on defining the core technology as it develops, providing inputs to international standards bodies and on establishing processes to deliver maximum effectiveness in the deployment and use of DSL. The Forum is focussed on the complete portfolio of digital subscriber line technologies designed to deliver ubiquitous broadband services for a wide range of situations and applications that will continue the transformation of our day-to-day lives in an on-line world.

Best practices for auto-configuration, flow through provisioning and a range of other key facilitators of scaleable, global, mass-market deployment of DSL technology are fast-tracked by DSL Forum through its Technical Committee and Marketing Committee working groups. This work takes place at quarterly, week-long meetings and through continuous working group progress programmes with formal technical reports developed from contributions and "Working Texts".

NGN relationship: Application of NGN concepts to a DSL access network, voice over multi-service data networks.

A.2.5
DVB
The Digital Video Broadcasting Project (DVB) is an industry-led consortium of over 300 broadcasters, manufacturers, network operators, software developers, regulatory bodies and others in over 35 countries committed to designing global standards for the delivery of digital television and data services.

The scope of the DVB has been widened to build a content environment that combines the stability and interoperability of the world of broadcast with the vigour, innovation and multiplicity of services of the world of the Internet.  The core of DVB’s new mission is to provide the tools and mechanisms to facilitate interoperability and interworking between different networks, devices and systems to allow content and content based services to be passed through the value chain to the consumer.

DVB systems are developed through consensus in the working groups of the Technical Module. Members of the groups are drawn from the general assembly of the project. Once standards have been published, through ETSI, they are available at a nominal cost for anyone, worldwide. Open standards free manufacturers to implement innovative and value added services. It doesn't matter where DVB technology is developed. It is available worldwide.

NGN relationship: Transport of multimedia content via IP networks, Multimedia Home Platform (MHP) and mobile-broadcast convergence architectures.

A.2.6
ECMA
TC32 is a Technical Committee of the Europe-based Association for Standardizing Information and Communication Systems (ECMA). Under a co-operation agreement between ECMA and ETSI, by which the two organizations agree to share responsibility for standardization in the field of private/ corporate telecommunications networks, TC32 acts as a Technical Committee of ETSI.

Because corporate networks (CN), unlike public networks, must operate homogeneously across national boundaries standards should be applicable worldwide. Therefore standards created within TC32 are fed into the international standardization organizations (Joint Technical Committee 1 (JTC1) of the International Organization for Standardization (ISO) and the International Electrotechnical Commission (IEC)).

Next Generation Networks for enterprises will definitely use the Internet Protocol (IP) as the basis for signalling and media transport. To reflect this development a new Task Group (TC32-TG17) was established in 1999, starting with interworking of call signalling and call control services for voice communication between Private Integrated Services Networks (PISNs) and IP networks. Current projects cover specifications on QSIG/ H.323 interworking including mapping and tunnelling of QSIG messages, transport of QSIG over TCP/IP and QSIG to SIP message mapping. Further work items are going to address the specification of SIP-based call control services taking into account enterprise needs.

NGN relationship: H.323/H.450 in corporate networks.

A.2.7
ETSI
A.2.7.1
ETSI BRAN
ETSI Project Broadband Radio Access Networks (BRAN) has developed the HIPERLAN standards for Wireless LANs in the 5 GHz band and will complete the core work on HIPERACCESS, a point to multipoint broadband wireless system operating in the 40 GHz band, by the end of 2001. Besides, it will develop standards for the next generation of 5 GHz wireless LAN systems. This work has been and probably will be performed together with other standards bodies such as the relevant committees of IEEE and MMAC.

NGN relationship: Standards for broadband radio access in various environments.

A.2.7.2
ETSI SES
ETSI Technical Committee Satellite Equipment and Systems (has created a Working Group for Broadband Satellite Multimedia (BSM). This WG is preparing specifications for a satellite system architecture supporting broadband services, based on service requirements and descriptions for broadband communications systems. It will also define network architectures and protocols leading to air interface standards and user terminal specifications. Standards promoting interoperability between satellite networks and other networks are also foreseen.

NGN relationship: Standards for satellite based access and systems.

A.2.8
ITU-T
A.2.8.1
ITU-T SG9
ITU-T SG9 "Integrated broadband cable networks and television and sound transmission" is the lead Study Group on integrated broadband cable and television networks. In particular it is responsible for:

use of cable and hybrid networks, primarily designed for television and sound programme delivery to the home, as integrated broadband networks to also carry voice or other time critical services, video on demand, interactive services, etc.

Use of telecommunication systems for contribution, primary distribution and secondary distribution of television, sound programmes and similar data services.

NGN relationship: IP Cablecomm applications.

A.2.8.2
ITU-T SSG IMT2000
ITU-T Special Study Group "IMT-2000 and beyond" is responsible for network aspects of International Mobile Telecommunications 2000 (IMT-2000) and beyond, including wireless Internet, convergence of mobile and fixed networks, mobility management, mobile multimedia functions, internetworking, interoperability and enhancements to existing ITU-T Recommendations on IMT-2000.

NGN relationship: application of NGN concepts to IMT2000 mobile networks with particular emphasis on longer-term issues.

A.2.9
PacketCable

PacketCable is a CableLabs-led initiative aimed at developing interoperable interface specifications for delivering advanced, real-time multimedia services over two-way cable plant. Built on top of the industry's highly successful cable modem infrastructure, PacketCable networks will use Internet protocol (IP) technology to enable a wide range of multimedia services, such as IP telephony, multimedia conferencing, interactive gaming, and general multimedia applications. Working with CableLabs member companies and technology suppliers, the PacketCable project will address issues such as device interoperability and product compliance with the PacketCable specifications.

NGN relationship: Application of NGN concepts to cable access based networks, lawful interception architecture.

A.2.10
SCTE
The Society of Cable Telecommunications Engineers Inc. SCTE is a non-profit professional association dedicated to advancing the careers and serving the industry of telecommunications professionals by providing technical training, certification and standards. Since 1969, SCTE has continually expanded its resources and services to meet the changing needs of our members in a rapidly evolving industry. Today, more than 17,500 engineers, technical professionals, installers, and managers depend upon SCTE to deliver the tools they need to maintain their competitive edge. As the only cable telecommunications organization accredited by the American National Standards Institute (ANSI) to develop technical standards, SCTE provides a neutral forum for professionals to collaborate on standards that lead the way to global compatibility.

NGN relationship: application of NGN concepts to cable access networks.

Annex B:
Summary of different co-operation mechanisms between SDOs

B.1
Introduction

This annex has been compiled to show the range of different tools that can be applied to the different range of NGN topics.

B.2
Possible strategies

Ignore each other

Some organisations are doing this now in the field of NGN.

Advantage: No management effort.

Disadvantage: Eventually networks specified by organisations that ignore each other will need to be interconnected and the resulting mess will tend to be solved via non-standardised ad hoc means.

Informal relationships

"Normal" practice of sending liaison statements, being at least aware of each other's deliverables, largely relying on cross-participation in different bodies, internal communication within participant's "home" companies, etc.

Examples: ITU-T SG11, ETSI SPAN, TTC, T1.

Advantage: Simple.

Disadvantage: No sense of responsibility, "the liaison statement overhead", long delays due to meeting schedule mis-match.

Formal co-operation

Work is based on legal documents/MoU that allow referencing and/or extracts of each other's deliverables, formal submission of requirements, split of work ("you do the protocols and I do the interop testing"), inviting comments on draft documents, etc. Observer status and/or rapporteurs....

New agreements take 3-6 months to be approved. Getting faster through use of "templates".

Examples: ETSI/ATMF/ITU-T SG13, ETSI SMG/T1P1 (prior to 3GPP).

Advantages: Re-use of deliverables and results, low duplication.

Disadvantages: Participants can play the "double meeting game".

Joint meetings and other "close working"

Agreements to hold meetings at same location or to agree avoid overlapping dates (to allow experts to take part in both), common work on same draft that "moves" between the participating committees.

Example: "jointNM".

Advantages: Lightweight, no need for any participating organisation to "give-up" leadership.

Disadvantages: Joint meetings tend to disappear as soon as the willingness to invest in joint working has faded.

Joint committees

A particular targeted issue is covered by an official JTC.

Example: Parlay/3GPP-CN5/ETSI SPAN/JAIN on OSA.

Advantage: No need for any participating organisation to "give-up" leadership, the formality of creating a joint committee tends to result in a stable structure for experts to work in.

Disadvantage: Requires time to formally create the joint committee.

Global co-ordination groups

No "real" work done but chairs and other leaders have a place to co-ordinate, report and understand each other's work programmes. Can offer a place for resolution of "turf wars".

Examples: ETSI OCG, GSC.

Advantage: Light weight, chairs feel important.

Disadvantage: In "universal" co-ordination groups most people are bored most of the time, participants to individual committees can not take part and so may not trust the agreements (agreements are all very well but if no contributions in the individual committees are made then nothing happens), chair overload.

Partnership projects

Partnership projects involve a formal agreement between partner SDOs to transfer their own work into a new common project with understanding that SDOs will then take a publishing role of resulting deliverables.

Within the context of NGN this could be a single project ("NGN-PP") or, probably more realistically, a set of targeted projects with different memberships, different scope and different timetables.

Examples: 3GPP, 3GPP2, MESA.

Advantage: Wide application of results, experts avoid the "double meeting" problem, rapid development of deliverables with wide application.

Disadvantage: Long time to establish, fear that member SDOs continue to "do their own work on the side". Multiple PP simply moves the co-ordination problem to a "horizontal" rather than "geographical" axis, a single PP could be too large and too long to establish, funding common secretariat (especially over multiple years).

Annex C:
NGN partitioning

To better understand the NGN concept, it is useful to partition it into a number of different views. What follows provides descriptions of the views that have so far been developed.

C.1
Terminal viewpoint

NGN-aware vs. legacy terminals

An essential component of the NGN vision is that to take advantage of the new freedom to create innovative services. This implies the decoupling of services and networks ("unbundling").

In the future, terminals will thus become "NGN-aware" in some way, although an important part of the NGN vision is how to allow legacy terminals (which may economically not replaceable in the reasonable term) to participate in providing services in the same unbundled environment that supports NGN-aware terminals.

A specific example of an NGN-aware terminal is one that has a standard API (perhaps one of a small number) that is used by applications running on the terminal. This is one means to "un-bundle" the service(s) built into legacy terminals in their vertically integrated protocol stacks from the network layers. Legacy terminals will not have this structure explicitly but must be a part of the NGN vision. [It is theoretically possible to insert a "virtual API" within the vertically integrated protocol stack of an analogue telephone terminal and define how it could handle a sub-set of the service-creation facilities of a full NGN API.]

Legacy terminals (ISDN, analogue telephones, fax machines, etc) are not aware of NGN. Legacy terminals will have their familiar interfaces and speak their native language, e.g. DSS1 for ISDN terminals or “line state change" for analogue terminals. A media gateway converts the analogue or digital media stream at the terminal side to packets at the NGN side and vice versa, converts analogue line state changes into messages and relays DSS1 layer 3 messages. The media gateway may reside on the Customer Premises (Residential Gateway) or in the network and is controlled by a media gateway controller.
One motivation for an operator to connect legacy terminals to NGN is that the operator wants to add capacity to his voice network to meet demand for telephony services. However, the operator does not want to invest in new TDM equipment but wants to migrate instead to a packet based NGN.
NGN-aware terminals speak “NGN” (SIP). No media conversion is necessary.
Interworking is necessary if an NGN-aware terminal needs to communicate with a legacy terminal and vice versa.

NGN-aware terminals and legacy terminals support different services. Legacy terminals connected to NGN may benefit from enhanced services.

Work to be done with respect to connecting legacy terminals to NGN

Examine the existing protocols (H.248, BICC, …) for functional completeness; add functionality where necessary.

C.2
Migration viewpoint

Technical vs. Commercial motivation

After the recent de-hype around Internet business models in general and VoIP operators specifically, service providers started to use a different business model. The focus has shifted from the model stressing on cost savings and efficiencies, to a model concentrating on revenues and opportunities. In the latter case additional revenues coming from new end-user services should pay back the investments in the NGN.

This new business model is driven by emergence of access infrastructure technologies like xDSL, HFC cable and UMTS that (potentially) provide broadband packet based interfaces towards subscribers. At the same moment, the user terminals that are used to access the services in the network are becoming more advanced: they get ‘intelligence’ allowing for more enhanced user interaction e.g. via (touch)-screens and voice based interfaces. These developments will enable new end-user services that go beyond a traditional Internet access service.

This new vision on NGN impacts the underlying technology. In the old (business) model the requirement to the NGN was to offer exactly the same service in a more efficient way. The end-user should not observe any change by this technical migration of the network.

The new model capitalizes on the advantages of the IP based infrastructure, like broadband and always on. From a functional perspective, the “New Voice” service will do the same as in the TDM network. However, the behaviour of the services will be different, both to the end-user and to the operator. The essence of this model is that the end-user decides whether to shift over from the traditional network to the NGN. There will even be a contractual change. This is the concept of commercial migration, which allows the operator to build up the NGN for the group of end-users that are really interested in its advantages.

C.3
Service creation viewpoint

Classical (SS + IN) vs. OSA, Parlay etc.

The concepts for service creation for NGN-aware terminals and legacy terminals are the same.

Classical services have either been "fully bundled" (e.g. analogue voice) or un-bundled in a specific way (IN). NGN's service-unbundling vision applies in core networks to allow independent service creation. Thus core networks, like terminals, should become NGN-aware. Parlay is a part of this vision.

Parlay seeks to provide access to service creation aspects of the existing network. As the NGN vision is set, the detail of what Parlay provides access to may change.

Migration of present IN services to NGN and creation, deployment, customization and control of IN type intelligent services using web technology should be considered. Among them may be browser access by the user to a feature server to customize his services. Legacy terminals connected to NGN may benefit from enhanced services.

Network management

NGN offers new, more flexible methods for management. This involves use of CORBA, CIM, XML, WBEM, JAVA and other web based and mainstream IT technologies.

Network management methods for legacy terminals connected to NGN and NGN-aware terminals should be the same.

Network management needs to also be NGN-aware in that it (may) need to address the management of a (different) set of facilities.

C.4
Architectural viewpoint

Access vs. Core aspects

It is asserted first that the core network (whatever reasonable definition applies) becomes service-agnostic in the NGN vision. This pushes the higher-level definition of services into the access network or terminal, leaving the core network to provide generic application support for matters such as:

· Transport

· Quality

· Certain aspects of security

The NGN vision pushes the definition of services as far as possible into the terminal (possibly accessed by API) leaving the appropriate service-creation facilities in the proper parts of core and access networks.

Annex D: 
Detailed analysis of key NGN work areas and recommended actions

This annex offers additional background information and detail on each of the specific work areas identified in chapter 6 of the report and offers recommended specific actions.  This information is expected to be used as the starting point for follow-up actions and may be revised if and when considered necessary.  

D.1
Architectures, reference point definition and control protocols

Most recent standardisation work involving the application of NGN technologies has been centred on the consideration of a specific access technology and so has assumed that the only inter-networking issues are 1) interconnection of two similar access networks and 2) inter-working with legacy networks. The many general architectural and protocol problems defining inter-networking mechanisms between different NGN based access networks have barely started. This will become urgent when NGN-aware terminals are placing calls between different types of access network. For example, between a UMTS release 5 IMS (IP Multimedia Services) cellular access network and an IP Cablecomm fixed access network in the users' residence.

The issues resulting from this scenario are the key consideration behind this section on standardisation strategies covering architecture and protocol issues.

D.1.1
Scope

Evolution of existing architectures against a two layer network based on packets is needed together with basic characteristics that decouples service and network provisioning. Open interfaces like Parlay or JAIN will be elements of an NGN compliant architecture supporting a clear separation between the functions for the services and functions for the transport. The NGN compliant architecture allows the provisioning of both existing and new services independently of the network and the access type used. Both NGN aware and non-NGN aware terminals have to be supported.

Standards for WEB based application servers for A2A, e2e, B2B, B2C/C2B, etc. is outside of the scope of ETSI and NGN even though they are an important part of the NGN. Those industry standards are handled by organizations like the World Wide Web Consortium (W3C), the Object management Group (OMG) etc.. For the Web based applications which are part of the multimedia environment a number of standards like SOAP, WSDL, UDDI, J2EE etc. are needed and stil under development.

To identify additional standards needed to support NGN compliant communication establishment service either within an operator domain or in between operator domains a reference model to be able to map generic architectural requirements into real technologies is needed. It is proposed to start with the ETSI TIPHON architecture and then to investigate how other candidate architectures and scenarios may be mapped into it, to prove the NGN compliance. If needed the Generic architecture may require enhancement.

D.1.1.1
Standards Developing Organisations

Architectural work is being carried out in ISC, MSF, Parlay, 3GPP, 3GPP2, ETSI SPAN, ETSI TIPHON, IETF SIP, ITU-T SGs 9, 11, 13, 15 and 16, etc. All of these bodies have a part of a puzzle:

· ISC is looking at decomposed switch architectures (Soft-switch products).

· IETF SIP is defining the protocols and behaviour of a SIP proxy to establish call control between user agents.

· MSF is looking at architecture based on partitioning. Creating parameter sets for the Megaco architecture and initiating inter-working events. Mapping existing architecture into the MSF architecture (i.e. IMT 2000).

· Parlay, 3GPP CN5, JAIN and ETSI SPAN12 are focusing on the development of a call control and service control API.

· 3GPP is mainly focused on the UMTS radio access, mobile access to multimedia, and the SIP behaviour, Soft-switch and profiling required in the home network.

· ETSI TIPHON is focused on generic harmonised architectures and inter-working between ISDN, PSTN, SIP.

· ETSI SPAN is involved in the ETSI evolution of ISDN, interoperability and inter-working including BICC and CBC.

· ITU-T SGs 9, 11, 13, 15 and 16, are involved in Standardisation of Terminal, Signalling Protocols, Architectures, Codecs, and Multimedia with respect to Signalling System number 7 and internet protocols.

In this way the generic inter-network ETSI TIPHON architecture can be viewed as a modular decomposition, where the work of the other bodies fit into.

D.1.2
Issues for study

Generic NGN compliant reference model, identification of Reference points, protocols and interfaces for interconnection. A framework for Reference points for interconnection was defined by ITU-T SG13 in Y.140.

1 Architectural requirements have to be analysed by protocol groups to determine:

· A mapping of “NGN” compliant protocols to the existing protocols to identify the missing parts.

· If the existing protocols are sufficient.

· If the existing protocols require enhancing and define the enhancements, or

· if new protocols are required, define the new protocols.

2 Different access networks are evolving in different ways. Alternative interoperability strategies for the near term has to be identified (The approach for the future should be to co-ordinate and harmonise them as far as possible).


3 Work for connection of a legacy terminal to an NGN compliant network

· Functions to support Legacy Terminals.

· Support of NGN capabilities over Legacy Access Networks.

4 NGN-aware terminals (defined as SIP or H.323 based terminals) how they inter-operate needs to be studied.

· Generic terminals with upgradeable operating systems and software platforms.

· Software downloads.

· Redundancy and Evolution of cost-reduced terminals.

· Version negotiation and management.

· Target roll out path for NGN compliant networks.

5 The Technical Bodies to which the work is assigned will need to:

· Map the requirements from IPFN, SPAR (Service Provider Access Requirements), OSA and Service control, presence and roaming to test that the architecture is sufficient.

· Develop Information flows and reference point requirements.

· Develop a functional model.

· Develop High-level data flows and high-level data description.

D.1.3
Generic Reference model

Hence, a reference architecture, which is technology independent, is needed to prove NGN compliancy i.e. a model that is generic within each layer of technology to support communication establishment services.

A generic reference model needs to be developed and adopted by all concerned bodies. Work should be on the basis of the following action plan:

1 Use the TIPHON reference model and build up from there (c.f. TS 101 314: release 3 and beyond).

2 Define benchmark user scenarios starting with initial examples from SPAR, IPFN, OSA. (Consider service control, presence and roaming captured in 6.3 below as a set of network capability features for NGN concept development).

3 Protocol groups to determine architectural requirements.

D.1.4
Legacy terminals for NGN

Connection of legacy terminals to an NGN compliant network need the definition of Inter-working functions to support Legacy terminals: type and functionality of Inter-working Function. Placement of Inter-working Functions (Access Networks, Core Network) 

· Inter-working functions to support Legacy Terminals:

· CSN terminals, analogue, ISDN, etc.

· Support of NGN capabilities over Legacy Access Networks:

· Support or emulation of H.248, RFC3015, etc.

ETSI to initiate a joint work between ETSI TIPHON, ETSI AT, ATMF, ITU-SG11 and SG16, IETF to:

· Identify trunk level interconnection profile covering Megaco (H.248, RFC3015) and BICC aspects.

· Identify the need for Inter-working functions to support Legacy terminals.

· Analyse, if it is required to maintain the set of Inter-working Functions?

Milestones 2 and 3: first draft that covers basic voice-band services required by April 2002.

D.1.5
NGN-aware terminal for NGN

“User agent” to ”user agent” communication establishment services across different network types for NGN aware terminal has to be studied. In connection with that it is a basic assumption that End-to-End service availability is required. Hence, disparate networks require inter-operability. This is achieved either by disparate technologies within a single operator’s domain, or across multiple operators domains.

Currently the following support for call control is available:

· End-to-End SIP call control over SIP supporting terminals, SIP Proxies, SIP Servers and RTP bearers with IP QoS;

· End-to-End H.225 call control over H.323 supporting terminals, and H323 Gatekeepers and RTP bearers with H.245;

· Agents for decoupling technologies are defined in Y.130 'Information Communication Architecture' by the ITU-T SG13.

ETSI to initiate a joint work between ETSI, ATMF, ITU-T SG11 and SG16 and the IETF to:

a) determine a consensus on questions such as:

· Analysis of the End-to-End transparency model, Bearer control and QoS negotiation. Is Call control inter-working required?

· Comparison and analysis of the capabilities and inter-working of various QoS and path reservation mechanisms.

b) define of the functionality of NGN-aware Terminals:

· Generic terminals with upgradeable operating systems and software platforms (Software downloads).

· Redundancy and Evolution of cost-reduced terminals.

· Version negotiation and management.

· Target roll out path for NGN-aware terminals.

Milestone: ETSI SPAN and TIPHON to take initiative by January 2002.

D.2
End-to-end QoS

D.2.1
The issue

Standardization work is addressing end-to-end QoS issues for telephony grade speech before starting on other forms of traffic. The organisations currently involved are IETF, ETSI (TIPHON supported by STQ), ITU-T (SG11, 12, 16) and TTC.

There are four separate issues that are require standardization work:

· End-to-end QoS class definition for telephony

· End-to-end QoS class definition for multimedia

· Specification of how to use lower layer QoS mechanism to achieve upper layer QoS within the network

· Inter-domain lower layer QoS control

D.2.2
Definition of End-to-end QoS classes for telephony

The approach is to define harmonised classes of service at the top level, and this has already been done by ETSI TIPHON in TS 101 329‑2. Two of these classes provide guaranteed levels of QoS but some further clarification may be needed on the statistical aspects of the guarantee and how they can be verified.

Whilst the standards propose harmonized levels, real networks that need to be interconnected to enable callers to reach each other will be capable of delivering various levels of QoS. The open issues therefore relate to how these networks will deliver the required end-to-end QoS on a per media stream basis.

ITU-T SG13 is addressing end-to-end impairment levels in interconnected IP networks. However, end-to-end network planning not only involves questions on specifying the levels of network impairment end-to-end but also how apportionment of impairment budgets should take place (static provisioning or via negotiations of quality). Work is underway in TIPHON and ITU-T SG16 and SG11 for the support of this type of negotiation in signalling systems.

Whilst much useful data is available on the effects at the transport layer on quality perceived at the application layer. Studies are underway in ITU-T SG12 to quantify the effects of delay, packet loss and packet loss statistics for different codec types that are likely to be used. This work is being closely followed in TIPHON and STQ. In the case of speech there is a need for more market information on how customers will react to being offered differing levels of QoS and what premium customers will be prepared to pay for better QoS or guarantees of performance.

Ongoing joint work involving ETSI TIPHON and STQ is leading the world. ETSI should encourage other bodies to join this initiative to complete the work and ensure the results are adopted elsewhere.

D.2.3
Definition of end-to-end QoS classes for multimedia

Multimedia is such a vague terms that it is not appropriate to talk about "multimedia QoS". The approach needed is to define for each media component (voice, video, integrated audio and video (MPEG style), instant messaging, etc.) the appropriate QoS classes in a consistent manner. Each media component and its QoS classes would need to be registered within a common framework of multimedia applications and tasks. This framework should be capable of including new media components that are not yet identified. For each media type it is desirable that there should be a single set of QoS classes, but the possibility of different QoS classes defined from different standards bodies needs to be addressed.

This work in this field has started in ETSI TIPHON and similar work is ongoing in IETF, ITU-T SG16 and ITU-T SG12.

ETSI TIPHON should take leadership in defining the overall end-to-end multimedia QoS framework and registration system and work with the appropriate standards bodies in defining each media component's QoS classes.

ETSI TIPHON should take a leadership role in the definition of multimedia QoS classes and framework definition. Obvious partners in this project are ITU-T Medicom Project whose brief is the co-ordination of multimedia activities within ITU-T and between the ITU-T and different standards bodies; DVB and the IETF (there is a framework draft from SG 16). This work will be best conducted via liaisons and informal series of joint meetings between interested bodies.

Milestone: ETSI STQ/TIPHON to organize workshop with other standards organizations in February 2002.

D.2.4
Specification of how QoS Classes are achieved by lower layer mechanisms

This has been the second major issue under study in TIPHON and a framework for achieving this is described in TS 101 329‑3 where a methodology for application based selection of the required QoS levels in the transport networks is outlined.

IETF midcom is working on a vertical interface to control firewalls and NATs but this work is not considering support for QoS control. ITU-T Q.F/16 also has a new WI to address this issue H.Transport Control.
ETSI TIPHON, ITU SG11 (as part of BICC extensions), IETF (midcom, mmusic).

ETSI and related bodies should develop a solution based on IETF and ITU-T work and offer this to IETF and ITU-Tas extensions to midcom, mmusic, H.323, H.248 etc. This work will be best conducted by ETSI TIPHON with other interested bodies encouraged to join a more formal structure.

In parallel that is a need for bodies like ETSI to develop guides and other reports on how to do it…

D.2.5
Negotiation of QoS between networks at the lower layers

Most of the work in TIPHON has concentrated on the application level. Work at the transport level on packet related techniques such as RSVP, Diffserv and MPLS has been well defined in the IETF but presently only currently allows each network to define its own approach with no mechanisms for linking these together to achieve end-to-end guarantees.

For services with specified QoS classes, further work is needed to determine if static QoS planning of networks (i.e. apportionment) will be sufficient or whether dynamic negotiation of the required QoS level is needed, either in relation to each bearer or at a more aggregated level.

In situations where network operators will be responsible for apportioning end to end QoS budgets several approaches are possible. Extensions to existing inter-domain protocols (such as BGP and TRIP) could be used to allow edge functions in different domains to exchange information on, or negotiate QoS classes. A better approach would be for Resource Managers (TRMs) in each domain to exchange information with their counterparts in other domains on QoS requirements. The former will requireIETF to lead the work for IP based transport networks but currently it is not working on it. Similarly the ATM-Forum should lead work on ATM.

The latter approach is under investigation in ETSI TIPHON and will require close collaboration between ETSI TIPHON and other standards bodies to develop the relevant protocols.

Where Service Providers are responsible for allocating end-to-end QoS budgets application level control will obviate the need for inter transport domain QoS signalling. ETSI TIPHON has designed such an approach into the Release 3 deliverables.

End-to-end QoS is wider than just NGN and a "universal" solution seems to be needed.

ETSI STQ/TIPHON should organise a workshop to better understand the issue of inter-domain QoS control and with the target to organise dedicated BOF sessions in each appropriate standards body (IETF, ATMF, etc.) on the issue.

Target date for the workshop is February 2002.

D.3
Service platforms

Scope:

One main focus of NGN is the provision of new multi-media services. In an NGN compliant network NGN aware terminals must be able to interwork with each other independent of which service provider the terminal is connected to for the moment. This means that NGN compliant networks will require “End-to-End” service control on top of the call control independent of the underlying transport technology as well as presence and roaming techniques. This can be achieved either by using disparate technologies within a single Service Provision domain, or across multiple Service Providers domains.

It is not realistic to believe that different service providers claiming that they have NGN compliant network will use only one technology. Hence, we need to standardise alternative solutions depending on type of technology used by a particular service provider and network implementations.

ESTI is invited together with related bodies to organise a workshop to elaborate a work plan that identifies all actions to be undertaken to tie activities for service creation, control and customisation, presence and roaming together becoming an architectural requirement.

Milestone: March 2002.

D.3.1
Service creation

In a market where there is greater competition between service providers, service users are more technically aware and have greater expectation of services, the ability to be able to customise and develop services quickly are key requirements for NGN. Existing service creation tools used to produce today’s mass market services must become more flexible. In addition, it should no longer be assumed that the service creators will be telecoms experts, there will be telecoms enabled applications and these will be primarily developed by IT experts.

Technologies such as APIs (e.g. JAIN, Parlay and OSA) and Scripting Languages (e.g. VXML, CPML etc.) are currently being evaluated as service creation tools. Parlay have just started work on a simplified API (known as Parlay X) and this would provide an API interface at a much higher level of abstraction for service creation than the previously mentioned APIs and Scripting Languages. ETSI is currently working jointly with 3GPP, Parlay and JAIN, it is therefore assumed that as the work on Parlay X progresses this will be included in the future ETSI OSA work plan.

D.3.1.1
Creation of an End to End communication service

This clause proposes work in ETSI and in other standards bodies which requires further review.

The two interfaces that are most commonly mentioned when discussing service creation that span multiple networks are SIP and PARLAY. They are not, as many people tend to believe, two interfaces for the same purpose. SIP and PARLAY represent two completely different fields of application.

SIP is a protocol by means of which two endpoints can find each other and exchange session control information. SIP servers in the network assist the endpoints in this process, just like SMTP servers in the network assist an endpoint in the process of delivering an email to another endpoint. 

PARLAY is an Application Programming Interface (API) by means of which a software application can control the behaviour of a session controlling node, such as a SIP server.

More discussion is needed about how a service provider shall apply session control. In standardisation most people agree on keeping session control separate from transportation of media. The issue is  about how to make (3rd party) service providers able to inspect and manipulate session control messages that are sent between endpoints. It is not clear whether a service provider should have his own session-controlling node or should the service provider control the behaviour of someone else’s session-controlling node by means of an API? 

 The studies in OSA and Parlay are so far inconclusive as to the usability of the API to grant flexible access to 3rd party service providers. Though it was intended to address this issue. The API currently is very complex, and hence does not balance the challenges of flexibility against simplicity; or cost effectiveness of ownership of a session-controlling node against service platform ownership. At the same time, the progress on the network security capabilities related to proxying the session-control to a third party service provider results in the a variety of possible implementations on the Network operator / Service provider boundary. Any recommendation on this interface is at present inconclusive.

For example, suppose a network operator or a service provider who wishes to enable a third party to provide services. They can then authorise the third party to utilise the API of their session-controlling node (e.g. a SIP proxy). Otherwise the network operator may make their session controlling node proxy the session control messages of selected users to the third party’s session-controlling node. The figures below illustrate the two scenarios. The figures only show call control signalling, not the media session.
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In the real world API’s can becomevery complexA network service provider of a session-controlling node will become very tied to his node vendor if he opens his API to external service providers. This is due to the fact that all APIs have flavours, even those who comply to a documented API such as PARLAY. It is very rare that vendor implements all the features defined for a standard API and if there are any optional features, no two vendors is likely to support the same ones. Replacing a session-controlling node hence implies that all service applications that use the API have to be re-programmed. It might only be manageable if both the session-controlling node and all service applications belong to the same service provider. It will, however, be a major problem to convince 10 or more external service providers to modify all there services just because you wish to swap to another vendor’s node for some reason. You will become severely vendor dependent. Third party software providers effectively use such APIs for Software Development, Re-use and Evolution.

Further more, if there are several competing networks in a region, the service provider might wish to provide services to customers in all these networks. The service provider might then have to interface multiple session-controlling nodes. The chance that all the network service providers are using the same vendor for their session-controlling node is not huge. The service applications hence have to consider which vendor’s node they currently are talking to when executing a service. 

Solving the API problem!
The alternative for a service provider is to put up his own session-controlling node. The issue of API flavour then becomes much more manageable. In fact, a fully reasonable solution is to request service application developers to embed a session controlling node (of their own preference) inside the service application. Then the API won’t be an issue at all. It’s then just a matter of proxying the user’s session control signalling to the service that a customer subscribes to. We get a scenario that looks like this.



Examples of an alternative architectures for creation of communication services via multiple networks!

Suppose now that we wish to create a service that spans multiple networks. Let’s start by studying a telephony service.

There are several different kinds of telephony session controlling nodes in IP based networks such as SIP servers and H.323 ‘gatekeepers’. Let us begin by studying a solution based on the API principle. In such a scenario, a network-independent API such as PARLAY will be of great value. We will get a scenario, which is commonly referred to, as a ‘softswitch architecture’.  

The very simplified figure below shows some commonly used protocols and interfaces in softswitch architecture but the architecture is not limited to these particular protocols and APIs. The grey boxes are commonly implemented as a single box, a ‘softswitch’. Note that the softswitch operator is a ‘spider’ in the architecture, controlling sessions in all kinds of networks. Incumbent network operators normally prefer this kind of architecture since it keeps them in control of how the network resources are utilised.


Issues related to service creation API’s under standardisation may be of less importance since predominant vendors have already developed proxy servers that come with proprietary API’s for service creation. It is more likely that developers of off-the-shelf services will adapt to these proprietary API’s than that the predominant vendors ever will become compliant to common API standards.

Service architecture based on the proxy principle results in a quite different topology. Compared to softswitch architecture, several control protocols are not being used at all. There is playground for a whole bunch of new business players such as Telephony Gateway Providers, Session Control Gateway Providers, ENUM (tier-2) Operators (translation of E.164 address scheme to IP address scheme) and a wide range of Internet Telephony and Value-added Service Providers. No single player is a ‘spider’ in the network. Instead each business player will have to focus on one or a few services and will face competition from several other business players that provide the same kind of services. This is the traditional way of making business on the Internet. In this architecture, value-added services are mainly based on SIP servers that may be operated by any business player with an Internet access. Sessions in non-SIP networks are controlled by means of protocol converters that convert SIP to other network specific protocols or by means of routing the session via a media gateway to an IP network where it can be controlled by SIP signalling.    


In connection with both architectures ETSI should focus on issues related to interwork between circuit-switched networks and IP based networks, thereby enabling services executing in IP-based servers to service users in circuit-switched networks too. The issues include both technical implementation and business models since it must be possible to operate each gateway function as an independent business.

· Gateway for Streaming Media (incl. QoS issues)

· Gateway for Instant Messages (SMS)

· Gateway for Positioning and Precence information

· Gateway for Call Control

ETSI is recommended to: 

· Show support for efforts related to standardisation of service creation APIs like PARLAY, JAIN, H.248/MEGACO, SIP, etc. based on softswitch architecture. Standardisation efforts should, however, continue within the existing standardisation bodies.

· Monitor IETF work related to proxy and gateway based architecture and standardisation of IP-based protocols between signalling nodes and keep their member organisations up to date with the latest standards. 

ETSI is recommended to address the following issues:
· Interwork between circuit-switched networks and IP based networks, thereby enabling services executing in IP-based servers to service users in circuit-switched networks too. 

· QoS, both with respect to definition of QoS classes (covered elsewhere in this document) and accounting for routeing a QoS-enabled session to another operator.

· The capabilities to enable reverse charging for Q0S charges today QoS is always charged to the sending party. In future, it may be the receiving party that accepts some or all the QoS charges.

D.3.2
Service control

Today there are no well developing service control standards to support the roaming over different access types. Different standards and solutions compete with each other depending on network and service provisioning. Interrelation between different Service Providers (SP) and access technology make things complex. A relevant set of standards in that area could help to overcome today’s problems! Service control via different access technologies maintaining the users service profiles when roaming requires a number of interfaces to support SP service convergence offerings. Open standardized and technology independent reference points based on OSA and Parlay has to be significantly investigated. However, the service control layer from the SP to the Network seems well developed.

If the proxy principle is applied, service providers won’t have to inter-relate at all. The user’s terminal just has to proxy outbound session control messages via the user’s own service provider. Note the distinct separation between network provider and service provider. The user must, of cause, always provide credentials to the local network provider in order to be granted access to the network. 

The number of network and service providers in next generation networks will make it practically unfeasible to pre-establish relations with all providers that a user may want to get in touch with. A recommendation to ETSI is hence to investigate how a user can provide credentials ad-hoc to a visited network operator or a local service provider in order to get access to services or network capacity. Another subject for investigation is billing mechanisms for ad-hoc usage of services and network capacity. 

ETSI is recommended to investigate the need of:

· A specific service model, which is technology independent to identify and specify the reference points needed to support these functions required in the context of NGN (The starting point for developing for such a model is the OSA API work in PARLAY/ JAIN/ 3GPP/ ETSI SPAN considering the service requirements in EP TIPHON).

· A new reference point from the SPs to their Users and additional protocol stacks on top of existing or future transport protocols (ETSI SPAN).

· Interworking functions and mapping of protocol enhancements, Service Level Agreements to enhance the ordering and management of the interface between SPs, ISPs and NSPs (ETSI SPAN).

· Ad-hoc credentials if a user visit a network or a local service provider in order to get access to services or network capacity. 

· Billing mechanisms for ad-hoc usage of services and network capacity.

· Verification of the generic solutions, which are proposed, define, negotiate and select the capabilities for inter-working (Transcoding and signalling conversion/ gateways), are a meta-protocol useful to define the inter-working (3GPP/ ETSI SPAN).

D.3.3
Customisation of services

In current networks, the technical focus was on supporting fully standardised services and service elements so that services from different networks looked the same to users and could be interconnected easily. Commercial competition therefore focused on price.

In NGNs, the focus of competition is expected to move from price to features so that service differentiation and customisation becomes the main commercial issue.

There are two main technical issues:

· How a service provider provides the same service across multiple interconnected networks to present the same service wherever its customer is located (this is the virtual home environment concept developed for mobiles).

· How the modularisation of service elements and the absence of harmonised service standards affects the ability of customers of different service providers to communicate with each other? This issue concerns achieving the right balance between customisation and interoperability.

D.3.3.1
Provision of services between a service provider's own customers

In ETSI TIPHON has developed a service capability concept to facilitate the customisation of services and the ability for customised (home) services to be provided to customers who are roaming via other networks. The present the specification of the service capabilities takes roaming into consideration, helping service providers to negotiate the roaming facilities they need from other networks.


[image: image1.wmf] 

TN1

 

TNX

 

SV1

 

Roaming level interconnection

 

Customers of SV1 can roam anywhere in TN1 and TNX

 

but cannot communicate with customers of SVX

 

SVX

2

 

 

 

X= 2,3,4…..n

 


Provided that ETSI TIPHON can complete satisfactorily the work regarding roaming level interconnection that it is undertaking, this specific area should be covered adequately and nothing substantial is missing.

No specific action needed for NGN. ETSI TIPHON to complete its work on roaming level interconnection.

D.3.3.2
Provision of new services across multiple networks with full interconnectivity

In order to enable customers of one service provider to communicate with customers of other service providers, the service providers will need to negotiate service specific interconnection agreements (service level interconnection).
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It is not entirely clear how ETSI TIPHON's approach to service capabilities will work with this level of interconnection. The approach needs to be elaborated in more detail to see how easy it will be to use and how much it will affect interconnection and interoperability.

Wider comments and feedback are needed and it will be important to determine where the right balance between customisation and interoperability lies, and to see if some degree of standardisation of services is needed for those new services that prove very popular.

Note:
From a commercial point of view it is up to service providers, if they want to go with that approach or not.

D.3.3.3
Service customization by the user (customer self management)

The end customer of a Service is allowed limited Configuration/Profile Management.

· CPL (Call Processing Language), an XML-based script language for the creation/configuration of telephony services (conditional call redirection etc) through the end-user, is a possible tool for that.

· VoiceXML, another XML-based script language designed to enable Internet access via telephony by the application of dialog scripts in connection with speech recognition and -synthesis. This can also offer user access to Management functionality. A whole packet of vocabularies in this area is now being developed at the W3C.

A further standard useful in this Management area is WML (Wireless ML/WAP).

D.3.4
Presence

Personal number identification and individual service profiles as well as access and NGN aware terminal capabilities have to be taken into consideration. The question how different SP domains get hold of the terminal identity, addresses and their capabilities as well as the capabilities of the underlying connectivity network and standards to support presence, which is needed in connection with push technologies, have to be studied. The user wants certain services depending on the terminal he is using for the moment to be routed to his home address or on date, time.

Ongoing sessions have also to be maintained when moving between different access types or from one SP network to another (session mobility is needed). Reference points and protocols have to be investigated.

The IETF and 3GPP are doing some work under their SIP and Policy control studies. Also the relation of handover and packet relocation to content switching and routing needs to be investigated; Are more standards needed beyond those provided by 3GPP.

D.3.5
Roaming

Today there is no clear guideline how to introduce mobility in a federation of converged networks. Different standards and solutions compete with each other depending on network and service provisioning. Interrelation between different SP’s and access technology make things complex. A relevant set of standards in that area could help to overcome today’s problems! The issue is complex since you move across different SP and access domains. These aspects have to be investigated (IMT-SSG, 3GPP/ IETF/ ETSI SPAN and TIPHON).

The users requirement whilst on the move defined as roaming must be to handle in the home core as a location service and will depend on type of access and terminal.

ETSI is invited to recommend to investigate:

· Compatibility with which NGN capability set (to be defined) is required to offer roaming (user service delivery) and handover (maintaining a contiguous service) via different access technology and networks (IMT-SSG, 3GPP/ IETF/ ETSI SPAN and TIPHON).

· How to ensure that wire-line and wireless network capabilities can be harmonised and offered as one package to End Users by SPs via converged networks. If not how to solve the inter-working problem. Negotiation of limitations and selection of network resources (ETSI SPAN and TIPHON).

D.4
Network management

The emergence of various forms of combined fixed, mobile, IP, access, etc. networks creates increasing complexities and challenges related to the management of such networks. This also applies to the management of existing and new services across different network types.

A more comprehensive effort is needed in order to identify existing documentation in SDOs and applicable fora, examine their applicability, propose enhancement where required and develop a proposed work plan to complete service and network management. This is expected to result in the following initial list of proposed work items:

1. Define a list of relevant management services on the basis of inputs such as M.3200 (list of management services for SCN) and the TOM (telecom operations map). (what do we do?)


2. From existing NGN network components architecture (fixed, access, mobile, etc.), identify network and service management resource models.  (what do we do it to?).


3. Produce integrated Fault management specifications on the basis of TIPHON deliverable 1011, IETF DISMAN specifications and ITU-T Q.821.


4. Produce integrated Performance management specifications on the basis of TIPHON deliverable 1010, ITU-T Q.822 and the 3GPP SA5 PM activities and deliverables.


5. Review/expand customer administration specifications (Q.824 series and EN 300 291 series), 3GPP SA5 subscription management deliverables and IETF “snmpconfig” deliverables to cover NGN requirements.


6. Review/expand charging/accounting specifications (Q.825 and I-ETS 300 819), 3GPP SA5 charging/billing deliverables and IETF AAA RFCs to cover NGN requirements.


7. Review/expand traffic management specifications (Q.823, E417 and I-ETS 300 637) to cover NGN requirements.


8. Review/expand routing specifications (Q.826 and EN 300 292) and IETF applicable RFCs (Routing area and Policy) to cover NGN requirements.


9. Review/expand leased circuit specifications (M.3208 series and M.3108 series) to cover NGN requirements.


10. Identify possible management requirements on the underlying transport plane in order to cover NGN requirements.


11. Determine the role of tML (XML based language for telecom application) in the NGN. Work with ITU-T SG4 Q9 and with T1M1.5 Ad-hoc group on tML.

Propose recommended strategy

In an effort to avoid dispersion of network management expertise,  the following steps:

· Generate and harmonize European contributions as needed in TIPHON (possibly also 3GPP SA5) then introduce them into the ITU. Encourage European participation in ITU-T (SG4) as a means of bringing together a sufficient number of experts to form a critical mass and ensure satisfactory progress.

· Encourage and support the existing informal coordination group between the leadership of ETSI TIPHON, ETSI TC-TMN, ITU-T SG4, T1M1 and the IETF OPS area (called "JointNM").

The NM activities proposed would fit ideally into a partnership project that exceeds the boundaries of ETSI. Obvious partners are the present JointNM members.

Extensions to overall Network management architecture and definition of basic network management services and interfaces is best done in one place with the obvious place being ITU-T SG4. ETSI role should be to generate and harmonise Europe contributions to ITU-T SG4.

Network management activities, specific to particular technologies (IP, mobile, IP cablecomm, etc.) are best done in the "home" body.

JointNM approach to be re-launched to keep everyone together. An opportunity to relaunch JointNM is ITU-T SG 4 Plenary (8 - 19 April 2002), with email activity to start in January 2002.

D.5
Lawful Interception

Existing lawful interception (LI) standards are predicated on a closed protocol stack for each service. This will not be the case in NGN where services may be offered, in OSI like operation, over many different protocol stacks. This requires significant work to be undertaken across the entire NGN system to ensure that all requirements of LI are met. 

These include:

· transparency;

· accountability;

· traceability; and

· uniqueness.

NGN will embrace many different protocols and many new services, and older services delivered in a new form, not currently subject to lawful interception in a standard way. It is important therefore to ensure that the relevant bodies and experts in lawful interception work with NGN to cover this topic.

It is recommended that for the services incompatible with bandwith requirements beyond 64kbit/s PSTN/ISDN:

· NGN/SEC-LI should develop the specification for the lower layers of a new IP based handover interface

· NGN/SEC-LI should develop and manage the root of the ASN.1 tree for Intercept Related Information (IRI),  and provide guidelines on the use of this ASN.1 tree in LI specifications developed by other TBs.

· NGN/SEC-LI should develop a general purpose LI header to be added to Content of Communication (CC) packets that would be handed over to Law Enforcement Agencies (LEAs) in near real-time. This work is already underway in 3GPP-LI and in practice 3GPP would complete this work as a "subcontractor" for SEC-LI as far as ETSI is concerned. NGN/SEC-LI shall maintain this relationship to 3GPP.

NOTE: 
The function of the LI header is to provide identification and correlation of the CC packets to the IRI.
· The TBs concerned (3GPP, IPCableCom [TC AT-D], SPAN, TIPHON) should develop detailed ASN.1 descriptions for the signalling information (known as Intercept Related Information (IRI)) associated with their services or service capabilites.  Information elements to be included in the IRI should be selected from the one or more of the signalling protocols used in the network, in accordance with the requirements of TR 101 331 (formerly ETR 331).
· The TBs concerned (3GPP, IPCableCom [TC AT-D], SPAN, TIPHON) should develop their own guidance documents for LI recognising that such guidance documents should be checked by NGN/SEC-LI, but published as part of the deliverables of the TB concerned.  
The reason for this approach is to create greater liklihood that the requirements for LI will be recognised and understood across all TBs in ETSI.

D.6
Security

Due to the fact that NGN security is inherent but nevertheless crucial and is touching many areas and SDOs, just underlines the strategic importance of this area.

Secure NGNs comprise security aspects of various SDOs: ETSI TIPHON, ITU-T, IETF, 3GPP and others. Within NGN, security issues interrelate with architecture, QoS, network management, mobility, billing and payment.

ETSI shall assign responsibility to a group of security experts to progress NGN security work. It is recommended to do this work from within ETSI TIPHON WG 8 and in tight cooperation with ETSI SPAN. 

This security group shall develop a compound security architecture for NGNs and harmonise it with work done by ITU-T, IETF and 3GPP. In a further step, this NGN security group should devise NGN operational security guidelines.

Among of the possible topics for the NGN, that security group may:

· capture security requirements for compound next generation networks including those security requirements that stem from next generation applications and from next generation services,

· review and evaluate other SDOs security work and figure out how those pieces relate to NGNs,

· build complete integrated security architectures; aim at sound and uniform security within NGNs; define security interaction between network/transport security and service level security, consider security APIs and address how security components (e.g., firewalls, smart-cards) are placed within the NGN architecture,

· ascertain that security concepts and security features fit together and interwork,

· describe the required NGN security infrastructure and key-management, and how it is deployed for NGNs,

· issue guidelines for secure operation of NGNs and enable secure NGN management,

· define NGN specific security profiles,

· develop those security parts that are identified missing for NGNs.

Annex E:
Glossary

The following abbreviations are used in the present document.

Organizational abbreviations are not shown since Annex A contains links (urls) to their web sites.

A2A
Application to Application

AAA RFC
Authentication, Authorization, Accounting RFC

ATM
Asynchronous Transfer Mode

avt
Audio/Video Transport (IETF working group)

B2B
Business to Business

B2C
Business to Client

BGP
Border Gateway Protocol

BICC
Bearer Independent Call Control

BOF
Birds Of a Feather (IETF procedure for deciding whether to establish a new working group)

C2B
Client to Business
CBC
Client to Client

CORBA
Common Object Request Broker Architecture

CPML
Call Policy Mark-up Language

CS3
Capability Set 3

CSN
Circuit Switched Network

Diffserv
Differentiated Services

DISMAN
Distributed Management (IETF working group)

DSL
Digital Subscriber's Line

DSS1
Digital Subscriber's Signalling system No 1
DWDM
Dense Wavelength Division Multiplexing

e2e
end to end

GSC
Global Standards Collaboration

GPRS
General Packet Radio Service

GSM
Global System for Mobile communications

H.225
ITU-T Recommendation: "Call signalling protocols and media stream packetization for packet-based multimedia communication systems"

H.245
ITU-T Recommendation: "Control Protocol for Multimedia Communication"

H.248
ITU-T Recommendation: "Gateway control protocol"
H.323
ITU-T Recommendation: Packet-based multimedia communications systems"

HFC
Hybrid Fibre Coaxial

IEEE
Institute of Electrical and Electronic Engineers
IN
Intelligent Networks

IPFN
Internet Protocol Federated Networks

IRI
Intercept Related Information

ISDN
Integrated Services Digital Network

J2EE
Java 2 Enterprise Edition
LAN
Local Area Network

Megaco
Media Gateway Control

midcom
Middlebox Communication (IETF working group)

MMAC
Multimedia Mobile Access Communications Promotion Council (Japan)
mmusic
Multiparty Multimedia Session Control (IETF working group)

MPEG
Moving Pictures Expert Group

MPLS
Multi-protocol Label Switching

NAT
Network Address Translator

N-ISDN
Narrowband Integrated Services Digital Network

OAM&P
Operation And Maintenance and Provisioning
OSI
Open System Interconnection
OSS
Operational Support System
PSTN
Public Switched Telephone Network

QoS
Quality of Service

RFC
Request For Comments

RFC3015
(IETF) RFC 3015: "Megaco Protocol Version 1.0"

RSVP
Resource Reservation Protocol

RTP
Real-time Transport Protocol

SCN
Switched Circuit Networks
SDH
Synchronous Digital Hierarchy

SDO
Standards Developing Organization

sigtran
Signaling Transport (IETF working group)

SIP
Session Initiation Protocol

snmpconf
Configuration Management with SNMP (IETF working group)

SNMP
Simple Network Management Protocol
SOAP
Simple Object Access Protocol
SONET
Synchronous Optical Networks

spirits
Service in the PSTN/IN Requesting Internet Service (IETF working group)

TDM
Time Division Multiplexing

UDDI
Universal Description, Discovery, and Integration
UMTS
Universal Mobile Telecommunications System

UNI
User network Interface

VHE
Virtual Home Environment

VoADSL
Voice over ADSL (Asymmetric Digital Subscriber's Line)

VoIP
Voice over Internet Protocol

VXML
Voice eXtensible Mark-up Language

WAP
Wireless Application Protocol

WBEM
Web-Based Enterprise Management
WML
Wireless Mark-up Language (for WAP)

WSDL
Web Services Description Language
xDSL
x Digital Subscriber's Line (generic term for all types of DSL)

XML
eXtensible Mark-up Language
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� 	During 2001 a draft "RFP" ("Request For Proposals" has been under discussion within OMG.  No final launch decision had been made (June 2001)
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